
 
 
 
 
6330 South 3000 East, Suite 700, Salt Lake City, UT 84121, United States

Services Order Form
 

Order #: Q-367655-1
Date: 2024-04-15

Offer Valid Through: 2024-07-01

Order Form For  Boone County School District (KY)
 

Address: 8330 US Highway 42

City: Florence

State/Province: Kentucky

Zip/Postal Code: 41042

Country: United States

Order Information
Billing Frequency: Annual Upfront

Payment Terms: Net 30

 
Billing Contact  

Name:
/BN1  

Email:
/BE1  

Phone:
/BP1  

 
Primary Contact  

Name: Bonita Bolin
 

Email: bonita.bolin@boone.kyschools.us
 

Phone: +1 859 384 4640
 

Billing Frequency Term:
Non-Recurring items will be invoiced upon signing. Recurring items will be invoiced 30 days prior to the annual start date.
 

Year 1

Description Start Date End Date Metric Qty Price Amount

Mastery Connect Bundled Subscription 2024-07-15 2025-06-30 User 16,943 USD 5.25 USD 88,950.75

Item Bank - Mastery All 4
Subjects & Mastery View Bundle

2024-07-15 2025-06-30 User 16,943 USD 3.64 USD 61,672.52

Mastery View Predictive Assessments
KY - Second Semester (2BA) - District
Pricing - MVPA Pacing - State Tested

Subjects - 2;3;4;5;6;7;8;9;10;11;12

2024-07-15 2025-06-30 User 15,371 USD 7.70 USD 118,356.70

Individual Student Reports 2024-07-15 2025-06-30 User 15,371 USD 0.25 USD 3,842.75

Recurring Sub-Total USD 272,822.72

Year 1 Total USD 272,822.72

Year 2

Description Start Date End Date Metric Qty Price Amount

Mastery Connect Bundled Subscription 2025-07-01 2026-06-30 User 16,943 USD 5.84 USD 98,947.12
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Description Start Date End Date Metric Qty Price Amount

Item Bank - Mastery All 4
Subjects & Mastery View Bundle

2025-07-01 2026-06-30 User 16,943 USD 4.05 USD 68,619.15

Mastery View Predictive Assessments
KY - Second Semester (2BA) - District
Pricing - MVPA Pacing - State Tested

Subjects - 2;3;4;5;6;7;8;9;10;11;12

2025-07-01 2026-06-30 User 15,371 USD 8.24 USD 126,657.04

Individual Student Reports 2025-07-01 2026-06-30 User 15,371 USD 0.27 USD 4,150.17

Recurring Sub-Total USD 298,373.48

Year 2 Total USD 298,373.48

Grand Total:   USD 571,196.20

Package Information

Included in your Item Bank - Navigate All 4 Subjects & CASE Bundle:

Included in your Item Bank - Navigate All 4 Subjects & CASE Bundle:

Deliverable Description Expiration Qty

Mastery Connect Subscription Mastery Connect - Subscription N/A 16,943

Mastery Connect Student
Licensing - GradeCam

User means a learner, administrator, author, manager or designated user associated with Customer's
organization, which is authorized by Customer to use the Service with a login credential. Includes
access to GradeCam services allowing for bubblesheet scoring.

N/A 16,943

Mastery Item Bank -
 Supplemental

Annual Subscription for Mastery Item Bank - Supplemental N/A 16,943

Mastery Item Bank Subscription Mastery Item Bank subscription for ELA, Math, Science and Social Studies featuring learning
standards alignments for all 50 States, D.C., Common Core and Next Generation Science Standards.

N/A 16,943

Mastery View Predictive
Assessments KY - Second
Semester (2BA) - District
Pricing - MVPA Pacing -
 State Tested Subjects -
 2;3;4;5;6;7;8;9;10;11;12

Mastery View Predictive Assessments - Grade Levels N/A 15,371

Individual Student Reports Mastery View Individual Student Reports N/A 15,371

The items above must be completed during the time period beginning on the later of the Effective Date or the initial Start Date specified in this Order
Form and ending pursuant to the time frame set forth in the Expiration column above.

3rd Party Product Description Expiration Qty

Mastery Connect Student
Licensing - GradeCam

User means a learner, administrator, author, manager or designated user associated with Customer's
organization, which is authorized by Customer to use the Service with a login credential. Includes
access to GradeCam services allowing for bubblesheet scoring.

N/A 16,943

 
Metrics and Descriptions:
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User: User Metric reflects the maximum number of individuals authorized by the Customer to access and/or use the Service and Customer has paid for
such access and/or use.
 
In the event Customer enables access to the Service to more Users over a given contract year than are allocated to such contract year as set forth
above, then Instructure reserves the right, in its sole discretion, to invoice the Customer for such additional number of Users. In addition, the User fees
set forth above are based on the assumption that Customer's Users will use the Service commensurate with the average usage patterns of users across
Instructure's user base in the aggregate (such average usage being referred to herein as "Typical Use") and do not account for usage of the Service
by Customer's Users beyond such Typical Use. To the extent the Users' usage of the Service, in the aggregate, exceeds the Typical Use at any given
time, Instructure reserves the right, in its sole discretion, to increase the fees by an amount proportional to such excess usage. In the event Instructure
increases the fees pursuant to this paragraph, Instructure shall send an invoice to Customer for the applicable increase along with documentation
evidencing the additional usage of or additional Users who have access to the Service giving rise to such fee increase. Any invoice sent pursuant to the
foregoing shall be due and payable within 30 days of receipt.

Product Description

Mastery View Predictive
Assessments - Grade Levels

Mastery View Predictive Assessments for the State Tested Subject Areas.

Item Bank - Mastery All 4
Subjects & Mastery View
Bundle

Annual Subscription for Mastery View + Mastery Item Banks

Duration: The Services provided under this Order Form shall begin on the first year Start Date set forth above and continue through the last year End
Date set forth above, provided, however, that Instructure may provide certain implementation related Services prior to the first year Start Date at its sole
discretion.
One Time Opt-Out: Each party has the one time option to cancel remaining years listed on the Order Form after Year 1 by providing written notification
to the other party no later than 60 days prior to the end of Year 1. Any prepaid amounts to Instructure will not be refunded.
 
 
Miscellaneous: Instructure’s support terms are available as follows:
Canvas & Catalog: https://www.instructure.com/canvas/support-terms
Portfolium: https://portfolium.com/support-terms
MasteryConnect: https://www.masteryconnect.com/support/
 
As part of our commitment to provide the most innovative and trusted products in the industry, at times we must increase our renewal rates to cover
additional expenses associated with advancing our products. If you have concerns with any increases, please reach out to your account representative.
 
 
In the event that Customer fails to execute this Order Form prior to the Start Date listed above, all fees shall become due payable upon Customer's
receipt of an invoice.
 
 
Terms and Conditions
This Order Form shall be governed by the Master Terms and Conditions which can be found here:
https://www.instructure.com/policies/master-terms-and-conditions
 
The provision of any Item Bank Services shall also be governed by the Addendum which can be found here: https://www.instructure.com/policies/item-
bank-addendum.
 
The provision of any Predictive Assessment Services shall also be governed by the Addendum which can be found here:
 
https://www.instructure.com/benchmark-assessment-addendum.
 
In the event of any conflict between this Master Terms and Conditions and any addendum thereto and this Order Form, the provisions of this Order Form
shall control.
 
The parties agreement with regards to Instructure's processing of personal data or personally identifiable information can be found at: https://
www.instructure.com/policies/data-processing
 
 
 
 
Notes
This quote for Mastery View Predictive assessments for grades 2-11. Only 50 students will be using MVPA's for 12th grade and grades 2-12 will
be administered with Mastery Connect online. The quote also includes the Mastery Item Banks for grades 2-12. Changing to 2 BA's with MVPA
Pacing.
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PURCHASE ORDER INFORMATION

Is a Purchase Order required for the purchase or payment of the products
on this order form?

Please Enter (Yes or No): /POY1

If yes, please enter PO
Number:

/PO#1

 

TAX INFORMATION

Check here if your company is exempt from US state sales
tax :

/STEY1

Please email all US state sales tax exemption certifications to
ar@instructure.com

Customer purchasing documentation, such as Purchase Orders, shall only be used as proof of acceptance of the Order Form referenced therein, and
the associated Master Terms and Conditions. Any terms and conditions included in any such Customer purchasing documentation are hereby expressly
disclaimed by Instructure, shall be void and of no effect, and shall in all cases be superseded by the applicable Master Terms and Conditions.

By executing this Order Form, each party agrees to be legally bound by this Order Form.

  Boone County School District (KY)    Instructure, Inc.

  
  
 Signature: \s1\

  
 Name: \n1\

  
 Title: \t1\

  
 Date: \d1\

  

   
  
 Signature: \s2\

  
 Name: \n2\

  
 Title: \t2\

  
 Date: \d2\
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Master Terms
and Conditions
| Policy

These terms and conditions apply to the provision of the products or services identified on

the Order Form by Instructure, Inc. (“Instructure”) to the entity identified in the Order Form

(“Customer”). An “Order Form” means any order for the provision of products or services

signed by Customer. These terms and any applicable Addendum related thereto are

incorporated into the Order Form and together with the Order Form, form the “Agreement.”

To the extent there is any conflict between the Order Form, these Master Terms and

Conditions, or any Addendum related thereto, such conflict shall be resolved pursuant to

the following order of precedence: (i) the Order Form, (ii) any applicable Addendum, and (iii)

these Master Terms and Conditions.  Instructure and Customer are referred to in this

Agreement each as a “party” and together as the “parties.” 

1. Service. Subject to the terms of this Agreement, Instructure will provide to Customer

proprietary software as a service offering(s) made available through a URL in a hosted

environment (together with any other products and services identified in the Order Form,

the “Service”). All rights in and to the Service not expressly granted to Customer in this

Agreement are reserved by Instructure. Instructure shall: (a) deploy all updates and

upgrades to the Service to Customer that Instructure provides to its customers generally

(/)

👋 Can I ask you a quick
question?

https://www.instructure.com/


for no additional charge; and (b) provide support (“Support”) pursuant to the terms

described on the Order Form. For purposes of this Agreement, “User” means an

individual who is authorized by the Customer to use the Service and for whom Customer

has purchased a subscription.

 

2. Customer Restrictions. Customer shall not (and shall not permit Users to): (a) sell, resell,

rent, lease, lend, sublicense, distribute, assign, timeshare, or otherwise transfer or

provide access to the Service to any third party except as expressly authorized under

this Agreement; (b) use or access the Service for competitive purposes; (c) copy, modify,

adapt, or create derivative works from any feature, function, interface, or graphic in the

Service; (d) remove or modify Instructure’s policies or proprietary markings displayed

within the Service; (e) use, interfere with, disrupt or circumvent the integrity, security or

performance of the Service, including by probing, scanning, or testing any Instructure

system or network or its security or authentication measures; (f) store or transmit any

malicious code; (g) permit direct or indirect access to or use of any Service or Customer

Content (as defined below) in a way that circumvents a contractual usage limit; (h)

attempt to gain unauthorized access to the Service, its related systems or networks or

Third-Party Services (as defined below); (i) use the Service or any Third-Party Services to

store or transmit infringing, libelous, or otherwise unlawful or tortious material, or to store

or transmit material in violation of third-party privacy rights; or ( j) use the Service to

distribute software or tools that gather information, distribute advertisements, or engage

in conduct that may result in retaliation against Instructure or its data, systems, or

networks. Use and access to the Application Program Interface (“API”) will be subject to

the Instructure API Policy available at https://www.instructure .com/policies/api-policy

(https://www.instructure.com/policies/api-policy).

 

3. Customer Responsibilities. Customer shall have sole responsibility for Customer Content

and use of the Service by Users in compliance with this Agreement and the Acceptable

Use Policy provided within the Service and available at

https://www.instructure.com/policies/acceptable-use

(https://www.instructure.com/policies/acceptable-use) (the “AUP”). Customer agrees to

reasonably assist Instructure in connection with a User’s adherence to the AUP.

Customer further agrees to: (a) maintain the confidentiality and security of passwords

and abide by any access protocols or credential requirements set by Instructure; (b)

obtain from Users any consents necessary under this Agreement or to allow Instructure

to provide the Service; (c) use commercially reasonable efforts to prevent unauthorized

access to or use of the Service; (d) notify Instructure promptly of any such unauthorized

https://www.instructure.com/policies/api-policy
https://www.instructure.com/policies/api-policy
https://www.instructure.com/policies/acceptable-use
https://www.instructure.com/policies/acceptable-use


access or use of which it learns; (e) cooperate reasonably in all respects with respect to

implementation, access, support, and maintenance of the Service; and (f) ensure that a

current email address is associated with each User’s account.

 

4. Representations. Each party represents that (a) it has the power and authority to validly

enter into this Agreement, (b) this Agreement has been duly and validly authorized,

executed and delivered by such party, (c) the execution and delivery of this Agreement

does not violate or conflict with any other agreement, license, or obligation of such party,

(d) it has not received or been offered any illegal or improper bribe, kickback, payment,

gift, or thing of value from or on behalf of any employees or agents of the other party in

connection with this Agreement, and (e) it is financially solvent and has the ability to

perform its obligations hereunder.

 

5. Instructure Warranties. Instructure warrants that: (a) it shall implement reasonable

administrative, technical, and physical safeguards in an effort to secure its facilities and

systems from unauthorized access and to secure the Customer Content; (b) the

functionality or features of the Service and Support may change but will not materially

degrade during the Term; and (c) the Service will materially conform to its then-current

documentation. As Customer's sole and exclusive remedy for Instructure’s breach of the

warranties set forth in this Section 5: (i) Instructure shall correct the non-conforming

Service at no additional charge to Customer; or (ii) in the event Instructure is unable to

correct such deficiencies after good-faith efforts, Instructure shall refund Customer

amounts paid that are attributable to the defective Service from the date Instructure

received such notice. Customer must report deficiencies in writing to Instructure within

thirty (30) days of their identification in order to receive any warranty remedies herein.

EXCEPT AS EXPRESSLY PROVIDED IN THIS SECTION 5 AND TO THE MAXIMUM

EXTENT OF THE LAW, INSTRUCTURE AND ITS SUPPLIERS DISCLAIM ALL WARRANTIES,

WHETHER WRITTEN, ORAL, EXPRESS, IMPLIED, OR STATUTORY, INCLUDING, WITHOUT

LIMITATION, THE IMPLIED WARRANTIES OF MERCHANTABILITY, TITLE, NON-

INFRINGEMENT, AND FITNESS FOR A PARTICULAR PURPOSE. WITHOUT LIMITING THE

FOREGOING, INSTRUCTURE DOES NOT WARRANT: (A) THE RESULTS OR OUTCOMES

FROM USE OF THE SERVICE OR THAT THE SERVICE WILL BE UNINTERRUPTED OR

ERROR-FREE; OR (B) THE VALIDITY, FAIRNESS OR QUALITY OF ANY CONTENT

PROVDIED BY INSTRUCTURE.  TO THE EXTENT THE FOREGOING DISCLAIMER IS

EXPRESSLY PROHIBITED BY LAW, ANY AVAILABLE WARRANTY SHALL BE LIMITED TO

THIRTY (30) DAYS AND TO THE SERVICE REMEDIES PROVIDED BY INSTRUCTURE IN



THIS SECTION 5. 

 

6. Fees. As consideration for the subscription to the Service, Customer shall pay all fees set

forth in an Order Form (“Fees”) annually in advance, thirty (30) days after receipt of an

invoice or as otherwise agreed to in the Order Form. All Fees owed by Customer are

exclusive of, and Customer shall pay all applicable sales, use, VAT, excise, withholding,

and other taxes that may be levied in connection with this Agreement. Instructure

reserves the right (in addition to any other rights or remedies Instructure may have) to

discontinue the Service and to suspend all Users’ and Customer’s access to the Service

if any Fees are overdue until such amounts are paid in full. Except as expressly set forth

in this Agreement, all Fees are non-refundable.

 

7. Service Standard. Instructure will use commercially reasonable efforts to make each

Service available with an annual uptime percentage of at least 99.9% (“Service

Commitment”). In the event Instructure does not meet the Service Commitment,

Customer will be eligible to receive a service credit as described below. The maximum

amount of the credit is 1/12 of the annual subscription Fees paid and attributable to the

Service that is unavailable for a twelve (12) month period. The service credit is calculated

by taking the number of hours the applicable Service was unavailable below the Service

Commitment, and multiplying it by 3% of 1/12 of the applicable annual subscription Fees.

Any days prior to Customer’s initial use of the Service will be deemed to have had 100%

availability. Any unavailability used to calculate a prior service credit cannot be used for

any future claims. The Service Commitment does not apply to any scheduled outages,

standard maintenance windows, force majeure, and outages that result from any

technology issue not originating from Instructure. Customer’s sole and exclusive remedy

for breach of the Service Commitment in this Section 7 will be for Instructure to provide a

credit as provided in this Section 7; on the condition that Customer notifies Instructure in

writing of such claim within thirty (30) days of becoming eligible for such claim.

 

8. Compliance. Each party will comply with all applicable laws and regulations with respect

to its activities under this Agreement, including with respect to personally identifiable

information from records that are subject to applicable privacy laws, including, but not

limited to, the Family Educational Rights and Privacy Act, as amended (“Personal

Information”). Without limiting the generality of the foregoing, Customer shall not make

the Service available to any person or entity that: (a) is located in a country that is subject

to a U.S. government embargo; or (b) is listed on any U.S. government list of prohibited or



restricted parties.

 

9. Customer Content. As between Instructure and Customer, any and all information, data,

results, plans, sketches, text, files, links, images, photos, videos, audio files, notes, or

other materials uploaded by a User through the Service (“Customer Content”) remain the

sole property of Customer. Instructure may use the Customer Content solely to provide

and improve the Service in accordance with this Agreement or Customer’s instructions.

 

10. Data Use. Customer agrees that data derived from Instructure’s provision of the Service

or Customer’s use of the Service (“Usage Data”) may be used by Instructure for the

purposes of analysis, including statistical analysis, trend analysis, creation of data

models, and creation of statistical rules. Such Usage Data will only be used in its

aggregated or anonymized form and such results may be used by Instructure for any

lawful purpose not otherwise excluded by this Agreement. As between the parties,

Instructure owns the Usage Data. Notwithstanding anything contained in this Agreement

to the contrary, Usage Data does not include Customer Content or any information that

identifies or can be reasonably used to identify an individual person or Customer.

 

11. Third-Party Services. Customer may access third-party services, content or links through

the use of the Service (collectively “Third-Party Services”). Instructure does not control

Third-Party Services or make any representations or warranties with respect to Third-

Party Services. In addition, Instructure is not responsible for Third-Party Services.

 

12. Limitation of Liability. EACH PARTY AND ITS SUPPLIERS SHALL NOT BE LIABLE TO THE

OTHER PARTY FOR ANY INDIRECT, SPECIAL, EXEMPLARY, PUNITIVE, INCIDENTAL, OR

CONSEQUENTIAL DAMAGES ARISING OUT OF OR RELATED TO THIS AGREEMENT OR

THE USE OR INABILITY TO USE THE SERVICE (INCLUDING, WITHOUT LIMITATION,

COSTS OF DELAY, LOSS OR INACCURACY OF DATA, RECORDS OR INFORMATION,

COST(S) OF PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES, AND ANY

FAILURE OF DELIVERY OF THE SERVICE), EVEN IF THE OTHER PARTY HAS BEEN

NOTIFIED OF THE LIKELIHOOD OF SUCH DAMAGES. EXCEPT FOR A PARTY’S

INDEMNITY OBLIGATIONS IN SECTION 17.1, EACH PARTY’S CUMULATIVE MAXIMUM

LIABILITY FOR DAMAGES ARISING OUT OF OR RELATED TO THIS AGREEMENT

(WHETHER IN CONTRACT, TORT OR OTHERWISE) SHALL NOT EXCEED THE AMOUNT

PAID BY CUSTOMER UNDER THIS AGREEMENT WITHIN THE TWELVE (12) MONTHS

IMMEDIATELY PRECEDING THE EVENT GIVING RISE TO LIABILITY.

 



13. Confidentiality. Each party acknowledges that it or any entity that directly, or indirectly

through one or more intermediaries’ controls, is controlled by or is under common

control with such party (an “Affiliate”) may disclose (in such capacity the “Disclosing

Party”) Confidential Information to the other party or its Affiliates (in such capacity, the

“Receiving Party”) in the performance of this Agreement. Accordingly, the Receiving

Party shall: (a) keep the Confidential Information disclosed by the other party confidential;

(b) use Confidential Information only for purposes of fulfilling its obligations and

exercising its rights hereunder; and (c) disclose such Confidential Information only to the

Receiving Party’s employees or Affiliates who have a need to know and only for the

purposes of fulfilling this Agreement or to the extent required by law. As used herein,

“Confidential Information” means any and all non-public, confidential and proprietary

information, data, or know-how, including all Personal Information and information about

the Disclosing Party’s businesses, operations, finances, properties, employees,

relationships with third parties, plans, trade secrets, and other intellectual property and

all analyses, compilations, forecasts, studies, summaries, notes, reports, memoranda,

interpretations, data, and other materials which contain or are generated from the

Confidential Information, whether disclosed in writing, orally, electronically, or by other

means, and whether or not identified as confidential. For the avoidance of doubt, any

non-public aspect of the Service will be considered the Confidential Information of

Instructure. Confidential Information shall not include information that: (i) is or becomes a

matter of public knowledge through no fault of the Receiving Party; (ii) is rightfully

received by the Receiving Party by a third party without a duty of confidentiality; (iii) is

independently developed by the Receiving Party without the use of any Confidential

Information of the Disclosing Party; or (iv) is identified by the Disclosing Party in writing as

no longer confidential and proprietary. Notwithstanding the restrictions above, the

Receiving Party may disclose the Confidential Information pursuant to law, regulation,

subpoena or court orders, provided that the Receiving Party promptly notifies the

Disclosing Party in writing prior to making any such disclosure to permit the Disclosing

Party an opportunity to prevent disclosure or seek an appropriate remedy from the

proper authority. The Receiving Party agrees to cooperate with the Disclosing Party in

seeking such order or other remedy. The Receiving Party further agrees that if the

Disclosing Party is not successful in precluding the requesting legal body from requiring

the disclosure of the Confidential Information, it will furnish only that portion of the

Confidential Information which is legally required (based on the advice of counsel) and

will exercise all reasonable efforts to obtain reliable assurances that confidential

treatment will be afforded the Confidential Information. Further, any information obtained

by monitoring, reviewing, or recording is subject to review by law enforcement



organizations in connection with investigation or prosecution of possible criminal or

unlawful activity on the Service as well as to disclosures required by or under applicable

law or related government agency actions. Instructure will also comply with all court

orders or subpoenas involving requests for such information.

 

14. Proprietary Rights. As between Customer and Instructure, the Instructure Intellectual

Property is, and shall at all times remain the sole and exclusive property of Instructure.

Instructure shall have the right, in its sole discretion, to modify the Instructure Intellectual

Property. “Instructure Intellectual Property” means: (a) the Service; (b) all improvements,

changes, enhancements, translations and components thereof; (c) all other proprietary

materials of Instructure and/or its licensors; (d) all individual questions on any

assessment, as well as all revisions, modifications, translations, or other adaptations or

transformations thereof; and (e) all other intellectual property owned by Instructure

including, but not limited to, all copyrights, patents, trademarks and trade names, trade

secrets, specifications, methodologies, documentation, algorithms, criteria, designs,

report formats, and know-how, as well as any underlying source code and object code

related thereto.

 

15. Term and Termination. The term of this Agreement is specified in the Order Form (“Term”)

and shall continue for its full duration unless earlier terminated by a party in accordance

with this Section 15. In addition to any other rights and remedies that may be available,

either party may terminate this Agreement for a material breach of any provision of this

Agreement by the other party if such material breach remains uncured for thirty (30) days

after receipt of written notice of such breach from the non-breaching party. In the event

the Agreement is terminated, all Order Forms are simultaneously terminated. Upon

expiration or termination of this Agreement: (a) Customer shall immediately cease using

the Service; and (b) in connection with certain aspects of the Service that feature an

export function Customer may export the Customer Content by using the export feature

within the Service for a period of three (3) months from termination, after which

Instructure shall have no obligation to maintain or provide any Customer Content.

 

16. Suspension of Service. Instructure may suspend a User’s access to the Service for a

violation of Section 3 of this Agreement, any applicable law, or third-party rights to the

extent and for the duration necessary to address any such violation. Instructure will use

commercially reasonable efforts to provide notice to Customer in advance of any

suspension unless such violation may cause direct harm to the Service or may result in

liability to Instructure. Customer agrees that Instructure will not be liable to Customer or a



User if Instructure exercises its suspension rights as permitted by this Section 16.

 

17. Indemnification.

1. Instructure will indemnify and defend Customer from and against any and all losses,

liabilities, and claims (including reasonable attorneys' fees) arising out of any claim by

a third party alleging that the Service infringes or misappropriates the intellectual

property rights of that third party. Notwithstanding the foregoing, Instructure shall not

be obligated to indemnify Customer if such infringement or misappropriation claim

arises from: (a) the Customer Content; (b) Customer’s or User’s misuse of the Service;

or (c) Customer’s or User’s use of the Service in combination with any products,

services, or technology not provided by Instructure. If a claim of infringement or

misappropriation is made, Instructure may, in its sole discretion: (i) modify the Service

so that it becomes non-infringing; (ii) obtain a license permitting continued use of the

Service; or (iii) terminate the Agreement with no liability to Customer, other than

Instructure’s obligation to indemnify hereunder, and return the unused portion of any

prepaid Fees. Customer will indemnify and defend Instructure from and against any

and all losses, liabilities, and claims (including reasonable attorneys' fees) arising out

of any claim by a third party alleging: (z) the Customer Content infringes or

misappropriates the intellectual property rights of that third party; or (y) use of the

Service by Customer or any User in violation of this Agreement or the AUP.

2. The party seeking indemnification (the "Indemnified Party") shall provide the other

party (the "Indemnifying Party") with prompt written notice upon becoming aware of

any claim subject to indemnification hereunder and shall provide reasonable

cooperation to the Indemnifying Party in the defense or investigation of any claim, suit

or proceeding. The Indemnifying Party, at its option, will have sole control of such

defense, provided that the Indemnified Party is entitled to participate in its own

defense at its sole expense. The Indemnifying Party shall not enter into any settlement

or compromise of any such claim, suit, or proceeding without the Indemnified Party's

prior written consent, except that the Indemnifying Party may without such consent

enter into any settlement of a claim that resolves the claim without liability to the

Indemnified Party and without impairment to any of the Indemnified Party's rights or

requiring the Indemnified Party to make any admission of liability.

 

18. General. Each party acknowledges that any breach, threatened or actual, of this

Agreement, including, without limitation, with respect to unauthorized use of proprietary

assets, will cause irreparable injury to the other party, such injury would not be

quantifiable in monetary damages, and the other party would not have an adequate



remedy at law. Each party therefore agrees that the other party shall be entitled, in

addition to other available remedies, to seek and be awarded an injunction or other

appropriate equitable relief from a court of competent jurisdiction restraining any breach,

threatened or actual, of this Agreement. Each party waives any requirement that the

other party post any bond or other security in the event any injunctive or equitable relief

is sought by or awarded to enforce any provision of this Agreement. Any legal notice by

a party under this Agreement shall be in writing and either personally delivered,

delivered by email or reputable overnight courier (such as Federal Express) or certified

mail, postage prepaid and return receipt requested, addressed to the other party at the

address specified in the Order Form or such other address of which either party may

from time to time notify the other in accordance with this Section 18. A copy of all notices

to Instructure shall be sent to: Instructure, Inc., 6330 South 3000 East, Suite 700, Salt

Lake City, UT 84121, Attention: General Counsel and, if by email, to legal@instructure.com

(legal@instructure.com). For purposes of service messages and notices about the

Service, Instructure may place a banner notice or send an email to the current email

address associated with an account and all notices shall be in English and deemed

effective upon receipt. If Instructure is unable to perform its obligations under this

Agreement due to circumstances beyond its reasonable control, including, but not

limited to, acts of God, earthquakes, hacker attacks, actions or decrees of governmental

bodies, changes in applicable laws, or communication or power failures, such obligations

will be suspended so long as those circumstances persist. This Agreement shall be

interpreted, governed, and construed by the laws of the State of Delaware without

regard to principles of conflict of laws. Instructure is an independent contractor to

Customer. If any term of this Agreement is invalid or unenforceable, the other terms

remain in effect and the invalid or unenforceable provision will be deemed modified so

that it is valid and enforceable to the maximum extent permitted by law. Instructure may

amend, revise or update these Master Terms and Conditions at any time. Such

amendment, revision or update shall be effective upon 30 days’ notice to Customer by

any means reasonable to give Customer actual or constructive notice, including by

posting such terms on Instructure’s website. In the event Customer does not agree with

any amendment, revision or update, Customer shall give Instructure notice within 30

days of receiving actual or constructive notice from Instructure and Customer and

Instructure shall negotiate in good faith to come to an agreement solely with respect to

such amendment, revision or update. In the event Customer does not give notice to

Instructure, Customer’s continued use of the Service after the 30-day notice period shall

indicate Customer’s agreement with any such amendment, revision or update. The

Parties agree that: (a) this Agreement constitutes the entire agreement between the

https://www.instructure.com/policies/legal@instructure.com
https://www.instructure.com/policies/legal@instructure.com


parties with respect to the subject matter thereof, and any prior representations,

statements, and agreements relating thereto are superseded by the terms of this

Agreement; and (b) Customer may use purchase orders or similar documents only as

proof of acceptance of each Order Form and for convenience only, and all terms and

conditions (preprinted or otherwise and regardless of how referenced) shall be void and

of no effect. To the extent there is any conflict between the Order Form, these Master

Terms and Conditions, or any Addendum related thereto, such conflict shall be resolved

pursuant to the following order of precedence: (i) the Order Form, (ii) any applicable

Addendum, and (iii) these Master Terms and Conditions. Any attempt by Customer to

assign this Agreement, in whole or part, to any entity, without Instructure’s prior written

consent shall be void. This Agreement shall be binding upon and shall inure to the

benefit of the parties hereto and their successors and permitted assigns. Any failure by

either party to enforce the other party's strict performance of any provision of this

Agreement will not constitute a waiver of its right to subsequently enforce such provision

or any other provision of this Agreement. Customer agrees to allow Instructure to use its

name, logo, and non-competitive use details in both text and pictures in its various

marketing communications and materials, in accordance with Customer’s trademark

guidelines and policies. Any terms that by their nature survive termination or expiration

of this Agreement will survive (including, but not limited to, Sections 4, 5, 6, 13, 14, 15, 16,

and 18).

 

INSTRUCTURE PRODUCT SPECIFIC
ADDENDUMS
 

These product specific addendums shall only apply to the extent the applicable products

and services have been purchased by Customer.



Provisions applicable to Mastery Item Bank
products
1. This section applies to and governs one or multiple of Instructure’s Services identified on

the Order Form as a Mastery Item Bank Service (each, an “Item Bank” and together, the

“Item Banks”).

 

2. Item Bank License. Subject to the terms of this Agreement, Instructure grants to

Customer a license to access and use the Item Bank product offerings set forth on the

Order Form for the term specified on the Order Form for noncommercial purposes and

only for students registered within Customer’s schools/district(s) (the “Territory”) for the

sole purpose of performing formative assessments of those students (the “Item Bank

License”). Pursuant to the Item Bank License, Customer acknowledges and agrees that

certain parts of the Item Bank(s) may include material licensed by third parties to

Instructure (“Third-Party Content”) and that Instructure’s rights in and to such Third-Party

Content may not extend to Customer’s Territory or may expire or otherwise terminate

during the term of the Item Bank License. Any rights in and to Third-Party Content will at

all times be limited and subject to Instructure’s rights in and to the respective Third-Party

Content, notwithstanding anything to the contrary in this Agreement. Throughout the

term of the Item Bank License, Instructure will have the right, at its sole discretion, to

modify the Item Bank(s), and to delete, and require the deletion by Customer, of specific

Items and/or passages from the Item Bank(s).

 

3. Customer Item Bank Restrictions. Customer Agrees not to use the Item Bank(s): (1) unless

Customer is an elementary, middle, and/or secondary school or school district in the

United States, a state education agency or a state authorized educational

information/service center that provides services and/or software to local educational

entities), or a school outside of the United States using a United States based curriculum

for English-speaking students; or (2) to promote any items in the Item Bank(s) as high-

stakes assessments, where the results of high-stakes assessments are used for

purposes other than improving instruction and student learning, such as graduation tests,

college admissions tests and teacher evaluation assessments. The Item Bank(s) in

its/their entirety is/are protected by copyright laws. All rights, licenses and privileges not

expressly granted to Customer under the Item Bank License will remain exclusive to

Instructure. Without limiting the generality of the foregoing, Customer acknowledges that

Instructure retains all rights under copyright and all other intellectual property rights in

and to the Item Bank(s), all items included therein, all revisions, modifications,



translations, or other adaptations or transformations of the Item Bank(s), including

assessments, and other derivative works created there from (collectively the “Derivative

Works”).

 

4. Termination of Item Bank License. Upon any termination of the Item Bank License

granted hereunder, Customer’s access to the Item Bank(s) will be disabled and Customer

and its Users must cease using such Item Bank(s) and all Derivative Works, including any

printed copies of items and/or Derivative Works.

 

Provisions applicable to Mastery View
Assessment products
1. This section applies to and governs one or multiple of Instructure’s Services identified on

the Order Form as a Mastery View Assessment Service (each, an “Mastery View

Assessment” and together, the “Mastery View Assessments”).

 

2. Customer Mastery View Assessments Restrictions. Mastery View Assessments delivered

via paper/pencil format or online through any delivery platform cannot be shared,

duplicated, or reproduced in part or in whole without written permission of Instructure. 

Use of Mastery View Assessments is limited to students registered within the Customer’s

schools/districts during the academic year in which the Mastery View Assessments are

initially delivered for the sole purpose of delivering formative assessments to those

students.  Customer’s right to access and use Mastery View Assessments in paper or

electronic format shall be limited to use in Customer’s classrooms and shall be limited to

review and instructional purposes for those registered students within such classroom in

the academic year of assessment delivery.  The Customer does NOT have any right to

reproduce the tests in whole nor to dissect and reproduce any questions from the

Mastery View Assessments individually; distribute copies of the assessments in whole or

any individual questions from the assessment; prepare derivative works of the

assessments or the questions individually; import or otherwise load the assessments in

whole or any of the questions individually to any internal or external item bank or

question data warehouse; upload any assessments in whole or questions individually to

any platform partner “community boards”; or publicly display the assessments or

questions outside Customer’s classrooms.



 

Provisions applicable to Elevate Standards
Alignment products
1. This section  applies to and governs one or multiple of Instructure’s Services identified

on the Order Form as an Elevate Standards Alignment Service, which may include (i)

access to Instructure’s proprietary data repository of Curriculum Standards (as defined

below), the related Global Unique Identifiers (as defined below), and any metadata

related to the Curriculum Standards or the Global Unique Identifiers (collectively, the

“ESA Content”), and/or (ii) access to Instructure’s software as a service offerings used for

access to the ESA Content (the “Content Management Systems” and, together with ESA

Content, “Elevate Standards Alignment Products”).

 

2. Academic Benchmark License. Subject to the terms of this Agreement, Instructure grants

to Customer a license to access and use the Academic Benchmark Product offerings set

forth on the Order Form for the term specified on the Order Form (the “AB License”).

Notwithstanding anything contained in Section 2 the Agreement to the contrary,

Customer may provide access to and permit use of the Curriculum Standards and/or

Content Management Systems to its clients for use solely in conjunction with such

client’s use of Customer’s products. In the event Customer’s client has purchased a

license to use Global Unique Identifiers from Instructure, Customer may also provide

access to and permit use of the Global Unique Identifiers to such client. For the

avoidance of doubt, Customer shall be prohibited from providing access to, permitting

use of, or otherwise sharing any Global Unique Identifier with any client or other third

party unless such client or other third party has purchased a current license to use such

Global Unique Identifiers from Instructure.

 

3. Customer Academic Benchmark Restrictions. Customer shall (and shall require its clients

to) (i) keep all non-public information comprising the ESA Content and/or Content

Management Systems confidential, (ii) not reproduce, copy, distribute, sublicense, lease,

rent, loan or otherwise transfer to any third party (except as permitted by this Agreement)

the ESA Content or Content Management Systems or any of the Customer’s rights to the

ESA Content or Content Management Systems (including by way of creating Internet

“links” or “framing” or “mirroring” any web-based ESA Content or Content Management

Systems).

 



4. Definitions.

a. “Curriculum Standards” means the compilation, capturing, and structuring of, and the

taxonomies created by Instructure based on, the standards adopted by a state or

other third party, which have been made available for use to the general public by

such state or third party which define what a student must know, be able to do, or be

proficient at, with respect to various subject areas or skill sets.

b. “Global Unique Identifiers” means the 36-character identification numbers that are

assigned to Curriculum Standards or any metadata related thereto.

Provisions applicable to Elevate products
1. This section applies to and governs Instructure’s Service identified on the Order Form as

Elevate Data Sync. “Platform” means Instructure’s proprietary software platform, and all

enhancements thereof, that allows for the integration of the Customer Product with a SIS.

 

2. Use of Platform. Subject to the terms and conditions contained herein and/or in the

Order Form, and Customer’s compliance therewith, Customer may during the Term, (a)

access and use the Platform and (b) access and use the Instructure Components as

components of the Integration Solution. If applicable, Customer grants Instructure a

revocable, limited, non-exclusive, and non-transferable license to (a) access and use any

API or other interface provided by Customer and (b) access and use the Customer

Product Components as components of the Integration Solution. Customer shall not

assign or sublicense the Platform or the Instructure Components except for the purposes

of creating accounts for the End Organization and as otherwise set forth in this

Agreement and the Order Form. Instructure shall not assign or sublicense the Customer

Product or the Customer Product Components except for the purposes of exchanging

data and as otherwise set forth in this Agreement and the Order form.

 

3. End Organization Data. Customer agrees that End Organization Data data remains the

property of the End Organization. Customer understands that its connection to End

Organization Data will not be established until the End Organization takes some

affirmative technical action to provide that access (such as providing API keys,

connecting a SIF agent or authorizing an Instructure platform integration), and that at all

times the End Organization will retain the right and power to disable or limit Customer’s

access to End Organization Data in the Platform. Customer agrees to abide by all data

privacy laws applicable to the End Organization Data and, where applicable,

acknowledges that its use of End Organization Data is also governed by Customer’s own



agreements directly with the End Organization.

 

4. Consents. Customer hereby represents and warrants that it owns or otherwise has and

will have throughout the term of this Agreement the necessary rights and consents in

and relating to End Organization Data so that Instructure and its subcontractor’s access

and use of the End Organization Data in accordance with this Agreement and the Order

Form do not violate any privacy or other rights of any third party or violate any applicable

law. It is the Customer’s responsibility to ensure that the End Organization (and their end

users where applicable) has authorized Instructure to collect and store such End

Organization Data and provide the End Organization Data to Customer.

 

5. Suspension.  Instructure may, directly or indirectly, suspend, terminate, or otherwise deny

access to or use of all or any part of the Platform or Instructure components, without

incurring any resulting obligation or liability, if: (a) Instructure is required by law to do so;

or (b) Instructure reasonably believes that: (i) Customer or an End Organization or end

user failed to comply with any material term of this Agreement, or accessed or used the

Platform, or Instructure Components beyond the scope of Platform use set out in  section

1.1 above or for a purpose not authorized under this Agreement; or (ii) Customer or End

Organization or end-user is, has been, or is likely to be involved in any fraudulent,

misleading, or unlawful activities.  To the extent Instructure exercises its rights under this

section, it shall only be for the duration necessary to address any such violation. This

section does not limit any of Instructure’s other rights or remedies, whether at law, in

equity, or under this Agreement.

 

6. Definitions.

a. “Customer Product” means the application or system which Customer intends to

integrate with the Platform.

 

b. “Customer Product Components” means the individual parts, programs and

supporting tools that make up the Customer Product.

 

c. “End Organization” means any school, school district, college, university, other

education agency, or other organization. The End Organization may be (i) the

Customer or (ii) a different party that Customer indicates to Instructure that receives or

is to receive the Customer Product and which has been designated by Customer to

provide Customer with its End Organization Data via the Platform, and which has

authorized Instructure to collect and store such End Organization Data and provide



the End Organization Data to Customer.

 

d. “End Organization Data” means all information and data pertaining to the End

Organization and/or its end users that is transmitted to, received by, or processed by

Instructure under this Agreement.

 

e. “Integration Solution” means an eco-system of multiple software products and related

components provided by both parties that enables Customer Product to provide,

facilitate, transfer and receive data to and from SISs.

 

f. “Instructure Components” means the Instructure-provided connectors, integrations

and other software products.

 

g. “SIS” means the End Organization’s student information system or other authoritative

source of data regarding students, staff, courses and rosters.

Provisions applicable to Professional Services
1. This section applies to and governs any professional services (“Professional Services”)

provided to Customer by Instructure.  To the extent there is a conflict between the

express terms of this Agreement and an SOW, the terms of this Agreement shall control

unless the SOW expressly states otherwise.

2. Customer shall provide Company with all Customer Content required to enable

Company to perform the Professional Services, including all obligations specified in any

applicable statement of work (“SOW”). If Customer fails to do this, Company will be

relieved of its obligations to the extent that the obligations are dependent upon

Customer’s performance.

3. Customer hereby grants to Company a nonexclusive, nontransferable, royalty-free,

worldwide, license to use, reproduce, create derivative works from, and modify the

Customer Content solely in connection with Company’s performance of such

Professional Services. As between Customer and Company, the Customer Content is,

and shall at all times remain, the sole and exclusive property of Customer, including,

without limitation, all worldwide intellectual property rights embodied in, related to, or

represented by, the Customer Content.

4. Subject to the terms and conditions of this Agreement, Company hereby grants to

Customer a nonexclusive, nontransferable, royalty-free, worldwide, license solely to use

the Deliverables (as defined below) in connection with any product or service purchased



by Customer from Company. Customer agrees not to (a) modify, adapt, alter, translate, or

create derivative works from the Deliverables; (b) sublicense, lease, rent, loan, or

otherwise transfer the Deliverables to any third party; or (c) otherwise use or copy the

Deliverables except as expressly allowed herein or in the applicable SOW. “Deliverables”

mean items that Company is obligated to provide Customer under an applicable SOW.

Provisions applicable to LearnPlatform products
1. This section applies to and governs Instructure’s Service identified on the Order Form as

LearnPlatform EdTech Effectiveness Solution and LearnPlatform EdTech Essentials 

2. Customer agrees that the usage of any Service owned or controlled by Instructure

(including, without limitation, LearnPlatform’s platform) shall be governed by the

LearnPlatform terms of service, which are incorporated herein by reference, found at the

following address: https://learnplatform.com/terms-of-service. In the event of any conflict

or inconsistency between this Agreement and the terms of service, this Agreement shall

control.

3. Customer acknowledges and agrees that all rights in and to the Service, and the results,

conclusions and insights generated by Instructure (the “Results”), belong exclusively to

Instructure, and are made available to Customer solely for Customer’s internal purposes.

Customer shall not at any time do or omit, or suffer to be done or omitted, any act or

thing which may impair Instructure’s rights in and to the Service or the Results.

4. To the extent applicable, Instructure will provide Customer with those LearnPlatform

Evidence-as-a-Service subscriptions set forth in the Order Form (collectively the “EaaS

Deliverables”).  Instructure may also grant Customer the right to use one or more

certification statements or logos provided by Instructure to indicate that Instructure has

assessed Customer’s product and confirmed that the product meets certain qualities and

standards as determined by Instructure (each an “Impact Badge”).  In the event Customer

elects to use the Impact Badge in connection with the marketing, sale, promotion or

distribution of its product, Customer shall conspicuously place the Impact Badge on the

LearnPlatform listing that features and describes the product.   The use of the Impact

Badge shall at all times be subject to the quality standards and requirements of

Instructure. Customer shall at all times use the EaaS Deliverables and Impact Badge in a

manner that is not false, misleading or injurious to the goodwill or reputation of Customer

or Instructure.  Customer shall (i) refrain from making any representations or claims about

the report or Impact Badge that are outside the scope of the report and the applicable

Services; and (ii) ensure that any and all distributors, dealers, resellers, and retailers of

Customer’s products adhere to these same requirements.  In the event Customer
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ADDENDUM 

 This Addendum is agreed and entered into by and between the Boone County School 

District (“District”) and Instructure, Inc. (“Vendor”), and is intended to amend, modify, and 

supplement the Instructure Services Order Form (hereinafter, the “Agreement”). 

 WHEREAS, the Vendor is providing educational or digital services to the Boone 

County Board of Education and, by extension, the District; and  

WHEREAS, the Vendor and the District recognize the need to protect personally 

identifiable student information, and other regulated data exchanged between them as 

required by applicable laws and regulations, such as the Family Educational Rights and 

Privacy Act (“FERPA”), 20 U.S.C. § 1232(g), 34 C.F.R. Part 99; the Children’s Online Privacy 

Protection Act (“COPPA”), 15 U.S.C. § 6501-6506, 16 C.F.R. Part 312; the Protection of Pupil 

Rights Amendment (“PPRA”), 20 U.S.C. § 1232h; 34 C.F.R. Part 98; and applicable state 

privacy laws and regulations; and 

WHEREAS, the Vendor and District desire to enter into this Addendum for the 

purpose of establishing their respective obligations and duties in order to comply with 

applicable laws and regulations, and to amend, modify, and supplement the Agreement 

previously entered into; and  

NOW THEREFORE, in consideration of the of the terms, covenants, conditions and 

promises set forth herein, as well as those set forth in the Parties’ Agreement, and for other 

good and valuable consideration, the receipt and sufficiency of which are hereby 

acknowledged, the Parties agree to amend, modify, and supplement the Agreement as 

follows:  

Section 1.  Definitions for Addendum. For the purpose of this Addendum, the following 

definitions shall apply: 

1.1 “Confidential Student Information” shall mean all information, whether PII or 

directory information, included in the Education Records provided to or accessed 

by Vendor pursuant to the terms of the Parties’ Agreement. 

1.2 “District Data” shall mean any information or data owned by the District and 

provided to Vendor pursuant to the Parties’ Agreement. 

1.3 “Education Records” shall be defined consistent with the definition set forth in 20 

U.S.C. § 1232g(a)(4)(A); 34 C.F.R. § 99.3, and shall mean records that are: (1) 

directly related to a student; and (2) maintained by an educational agency or 

institution or by a party acting for the agency or institution. 
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1.4 “Personally Identifiable Information” (“PII”) shall be defined consistent with the 

definition set forth in 20 U.S.C. § 1232g(a); 34 C.F.R. § 99.3, and shall mean 

identifiable information that is maintained in education records and includes 

direct identifiers, such as a student’s name or identification number, indirect 

identifiers, such as a student’s date of birth, or other information which can be 

used to distinguish or trace an individual’s identity either directly or indirectly 

through linkages with other information. 

1.5 “Services” means the products and services more fully described in the 

Agreement. 

Section 2.  Student Privacy Acknowledgements. The Parties acknowledge the 

following: (a) the District is a public school district and is subject to the Family Educational 

Rights and Privacy Act (“FERPA”), 20 U.S.C. § 1232g; 34 CFR Part 99, which protects the 

privacy of student education records; (b) the District has outsourced certain services to 

Vendor, as defined in the Agreement, in furtherance of a legitimate educational interest that 

would otherwise be performed by the school district; (c) these services include the collection 

and storage of certain District Data and Confidential Student Information, as set forth in 

Section 1 of this Addendum; (d) the Vendor is under the direct control of the District with 

respect to the use and maintenance of District Data and Confidential Student Information 

provided to it pursuant to the Parties’ Agreement; and (e) Vendor is subject to the 

requirements in FERPA that any PII obtained from Education Records may be used only for 

the purposes for which the disclosure was made and consistent with the terms of the Parties’ 

Agreement. 

Section 3.  Vendor’s Obligations. Vendor acknowledges and agrees to the following: (a) 

Vendor is acting as a contractor to the District in performing the function, either directly 

under the terms of the Agreement and this Addendum, or indirectly through Vendor’s 

interfaces with another District contractor; (b) Vendor uses reasonable methods to ensure 

that only individuals with a legitimate educational interest (as to a particular student, such 

as the student, his or herself, the student’s guardian, and the District) shall have access to the 

District Data in Vendor’s possession or control; and (c) Vendor uses reasonable methods to 

ensure that no third parties shall have access to Confidential Student Information or 

Education Records in its control unless written authorization to distribute such information 

is provided by the student’s parent/guardian. Notwithstanding anything in this Addendum, 

Vendor is permitted to subcontract cloud-related infrastructure elements of the Services to 

third-parties which includes the processing of District Data, Confidential Student 

Information, and Education Records to allow Vendor to fulfill its obligations under the 

Agreement (collectively, the “Cloud Providers”). Vendor shall require each Cloud Provider to 

agree to a written agreement containing obligations of confidentiality, security, and privacy 

that are no less stringent than those contained this Addendum. 



Page 3 of 6 

Section 4.  Ownership of Data. As between District and Vendor, the District retains 

ownership of all data provided to Vendor pursuant to the Parties’ Agreement, regardless of 

whether such data is provided to Vendor by the District, its students, parents, guardians, or 

any other authorized user. 

Section 5. Data Transmission. The Vendor shall ensure the secure transmission of any 

District Data exchanged during the course of this Agreement. All District Data and 

Confidential Student Information transmissions in and out of the Services are encrypted 

using TLS (v1.2 or later) forward-secrecy-compliant ciphers (e.g. ECDHE-ECDSA-AES128-

GCM-SHA256), to protect the confidentiality and integrity of the transmitted data. In the 

event of any security incidents or breaches affecting data while in transit, the Vendor agrees 

to promptly notify BCS and take necessary remedial actions to mitigate the impact as set 

forth in Section 8 of this Addendum. 

Section 6.  Security of Data at Rest. Vendor acknowledges that it is responsible for 

implementing robust measures to safeguard data at rest. This includes, but is not limited to, 

encryption of stored data, physical/logical access controls, regular security audits, and the 

prohibition of storing any Confidential Student Information onto a personally owned device. 

All District Data must be stored in a secure environment, with access limited to authorized 

personnel only. The Services shall adhere to valid encryption processes for data at rest that 

are consistent with NIST Special Publication 800-111 and comply with relevant data 

protection regulations to ensure the confidentiality and integrity of data at rest. If requested 

by the District, Vendor shall provide a list of locations where Confidential Student 

Information or District Data is/may be stored, and whenever possible, including where 

required by applicable law, data shall be stored within the United States. In the event of any 

security incidents or breaches affecting District Data, Confidential Student Information, or 

Education Records at rest, the Vendor agrees to promptly notify the District and take 

necessary remedial actions to mitigate the impact. 

Section 7.  Prohibition Against Use of Student or District Likeness. Vendor 

acknowledges and agrees that it may not disseminate the District’s name, logo, or likeness 

for any reason, including marketing, internal training, or similar purposes, to any third party 

without written authorization from the District. Vendor further acknowledges and agrees 

that it may not disseminate any Confidential Student Information or District Data – whether 

explicitly protected under FERPA, directory information (i.e., name, grade, etc.), or student 

likeness – without written authorization from the student or, if the student is a minor, the 

student’s parent/guardian. Vendor shall not in any case process Confidential Student 

Information or District Data to advertise or facilitate advertising or to create or correct an 

individual or household profile for any advertisement purpose, and shall not sell, disclose, 
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or otherwise process Confidential Student Information for any commercial purpose as 

defined by KRS 365.734. 

Section 8. Security Breach Remediation and Notice. Vendor agrees to maintain 

procedures and practices to preemptively safeguard against security breaches as described 

in KRS 61.932. However, in the event of a security breach as defined by KRS 61.931, Vendor 

shall notify the District by contacting the Director of Technology located at 8270 US 42, 

Florence, KY 41042 in the most expedient time possible and without unreasonable delay, but 

within seventy-two (72) hours of determination of a security breach relating to the personal 

information (as that term is defined in KRS 61.931) in the possession of Vendor. The notice 

to the District shall include all information the Vendor or any Cloud Provider have with 

regard to the security breach at the time of notification. In the event of a security breach 

relating to the personal information (as that term is defined in KRS 61.931) in the possession 

of Vendor, Vendor shall bear the full cost of the notification and investigation requirements 

set forth in KRS 61.933. In the event of a suspected or confirmed breach, Vendor agrees to 

retain an independent IT consulting firm, to provide requisite 

forensic/recovery/notification services as provided for by the Commonwealth Office of 

Technology’s recommended data breach response plan. Vendor agrees to comply with all 

provisions of KRS 61.931–.934 pertaining to the prevention of, investigation of, response to, 

and remediation of any and all such security breaches. 

Section 9. Cloud Computing Service Providers. If Vendor is a cloud computing service 

provider (as defined in KRS 365.734(1)(b) as “any person other than an educational 

institution that operates a cloud computing service”), Vendor agrees that: (a) Vendor shall 

not process Confidential Student Information or student data as defined by KRS 365.734 for 

any purpose other than providing, improving, developing, or maintaining the integrity of its 

cloud computing services, unless Vendor receives express permission from the student’s 

parent. Vendor shall work with the student’s school and the District to determine the best 

method of collecting parental permission; (b) Vendor shall not in any case process student 

data to advertise or facilitate advertising or to create or correct an individual or household 

profile for any advertising purposes; (c) Vendor shall not sell, disclose, or otherwise process 

Confidential Student Information for any commercial purpose; and (d) upon written request 

from the District, Vendor shall certify in writing to the District that it will comply with KRS 

365.734(2). 

Section 10.  Advertising Limitations. Vendor is prohibited from using, disclosing, or 

selling Confidential Student Information or District Data to (a) inform, influence, or enable 

targeted advertising; or (b) develop a profile of a student, family member/guardian or group, 

for any purpose other than providing the services as set forth in the Parties’ Agreement. This 

section does not prohibit Vendor from using Confidential Student Information or District 
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Data (i) for adaptive learning or customized student learning (including generating 

personalized learning recommendations); or (ii) to make product recommendations to 

teachers or District employees; or (iii) to notify account holders about new education 

product updates, features, or services or from otherwise using Confidential Student 

Information or District Data for any purpose explicitly permitted by the Parties’ Agreement. 

Section 11.  Open Records. Vendor acknowledges that the District is subject to the 

Kentucky Open Records Act, KRS 61.870 to KRS 61.884, and may be required to disclose 

certain information obtained pursuant to the Parties’ relationship as set forth therein. 

Vendor agrees that it will not pursue any legal action against the District for any disclosure 

of Vendor’s information or data made in response to an Open Records Request.  

Section 12.  Law Enforcement or Court-Mandated Disclosures. Should law 

enforcement or other government entities (“Requesting Part(ies)”) contact Vendor with a 

request for Confidential Student Information or Education Records held by the Vendor 

pursuant to the Parties’ Agreement, the Vendor shall notify the District in advance of a 

compelled disclosure to the Requesting Party, unless lawfully directed by the Requesting 

Party not to inform the District of the request. Similarly, if Vendor becomes legally compelled 

to disclose any District Data, Confidential Student Information, or Education Records 

(whether by judicial or administrative order, applicable law, rule, regulation, or otherwise), 

Vendor shall use all reasonable efforts to provide the District with advance notice before 

disclosure so that the District may seek a protective order or other appropriate remedy to 

prevent the disclosure or to ensure the District’s compliance with the confidentiality 

requirement of federal or state law. 

Section 13.  Data Protection Upon Conclusion of Contract. Upon ninety (90) days after 

termination, cancellation, expiration, or other conclusion of the Parties’ Agreement, Vendor 

shall securely delete all District Data in the Services, its subcontractors, or agents. Upon 

expiration or termination of the Agreement or written request from District, Vendor will 

provide District with access to, and the ability to carry out a final export of, all District Data 

stored in the Services in: (i) Common Cartridge format; or (ii) such other open industry 

standard format as may be agreed by the Parties, and District must complete that final export 

within a commercially reasonable period of time, not in any event to be more than three 

months after termination of the Agreement. Upon written request from the District, Vendor 

shall certify compliance with this Section, in writing, to the District within ten (10) calendar 

days of such request. 

Section 14.  Insurance. Vendor shall maintain, during the term of the Agreement, a cyber-

insurance liability policy, in the amount of $3 million. Upon request, Vendor shall furnish the 

certificate of insurance evidencing this coverage. The certificate of insurance shall name the 
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Boone County Board of Education as additional insured in the Description of Operations 

section of the Certificate of Insurance.  

Section 15.  Equitable Relief.  In any action or proceeding to enforce rights under the 

Agreement, the prevailing party will be entitled to recover costs and attorneys' fees. Vendor 

acknowledges that the District may seek and obtain injunctive relief for the unauthorized 

use or dissemination of District Data or Confidential Information, or other violations of the 

Parties’ Agreement, in addition to, and not in limitation of, other legal remedies provided 

under state and federal law. 

Section 16. Governance. The laws of the Commonwealth of Kentucky shall govern all 

questions as to the execution, validity, interpretation, construction and performance of this 

Agreement and Addendum, or any of their terms. Any suit, action or other proceeding 

regarding the execution, validity, interpretation, construction or performance of this 

agreement shall be filed in the Boone Circuit Court of the Commonwealth of Kentucky. In the 

event of litigation in a U.S. District Court, venue shall lie exclusively in the Eastern District of 

Kentucky.  

Section 17. Effect of Addendum. The Parties agree that the terms and conditions set forth 

in this Addendum modify, amend, and supplement the Agreement as set forth above, and 

agree to be bound to the terms herein. To the extent that the Addendum expressly conflicts 

with the terms and conditions of the Agreement, the Addendum shall control.  

IN WITNESS WHEREOF, the District and Vendor execute this Addendum to be effective 

consistent with the effective date of the Parties’ Agreement.  

 

 

BOONE COUNTY SCHOOL DISTRICT 

 

By:           Date:      

Printed Name:        

Title/Position:        

 

Instructure, Inc. 

 

By:           Date: 02/12/2024 

Printed Name: Daisy Bennett 

Title/Position: Associate General Counsel 




