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THIS IS A DECISION PAPER.

TO:

Members of the Hardin County Board of Education

FROM:
Nannette Johnston, Superintendent

DATE:
May 26, 2009

SUBJECT:
Recommended Changes for the 2009-10 Student Code of Conduct

FACTS/DISCUSSION:

On May 4, 2009, the Code of Conduct Committee met to review the student Code of Conduct and to make recommended changes for the 2009-10 school year (see attachment).

RECOMMENDATION:

I recommend that the Hardin County Board of Education approve the recommended changes for the 2009-10 student Code of Conduct.

RECOMMENDED MOTION:

I move that the Hardin County Board of Education approve the recommended changes for the 2009-10 student Code of Conduct.

RECOMMENDED CHANGES TO THE CODE OF CONDUCT
PAGE 5:

Replace Joyce Seymour’s name with Bobby Lewis as Equal Opportunity Coordinator.

PAGE 17:

Brown Street Alternative School Admission Criteria

Add after 1st sentence in #2. , or be approved at the discretion of the Director of Alternative Programs.  

Change “and” to “and/or” in 2nd sentence in #2. Documented prevention/intervention strategies by a guidance counselor, administrator, and/or …
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After School Bus Safety Rules and Practices add new:

XXVIII.  PUPIL CONDUCT CODE


            Telecommunications Devices

Possession and Use

While on school property or while attending school-sponsored or school related activities, whether on or off school property, students shall be permitted to possess and use personal telecommunication devices “as defined by law”, and other related electronic devices, provided they observe the following conditions.

     A.
Devices shall not be used in a manner that disrupts the educational process, including, but not limited to, posing a threat to academic integrity or violating confidentiality or privacy rights of another individual.  Unless an emergency situation exists that involves imminent physical danger or a certified employee authorizes the student to do otherwise, devices shall be turned off and operated only before the student enters the school building and after the last dismissal bell of the day.  When students violate this policy, they shall be subject to disciplinary action, including the possibility of losing the privilege of bringing the device onto school property.  In addition, the device, subject to the discretion of the principal, shall be confiscated by a school employee and turned over to an administrator, and shall be returned to the student on the first offense, but on subsequent offenses, only to a parent/guardian.

B.  Students are solely responsible for keeping up with the devices they bring to  

       school.   The district shall not be responsible for loss, theft, or destruction of

       devices brought onto school property.

C.  Students shall comply with any additional rules developed by the local SBDM  

       Council concerning appropriate use of other electronic devices.

D.  When a student enters the school building, all phones are to be turned off until 

              the end of the school day bell as determined by the “ending times” approved by   

              the Hardin County Board of Education.  Violation of this policy will possibly

              result in the phone being confiscated and turned over to an administrator. 

              Failure to turn over the phone will be defined as “defiance of authority” and will

              be considered a behavioral violation as listed in the Hardin County Code of

              Conduct (pp. 9, 10).

Actions taken for failure to abide by the Telecommunications Policy are as follow:

1. First Offense: student will be warned, phone confiscated and noted in the discipline section of IC and the student may obtain the phone at the end of the day.

2. Second Offense: student will receive a second warning, phone confiscated, and the parent may obtain the phone, after the parent has signed off on acceptable use.

3. Third Offense: student will be placed in detention, AIM, or Saturday School, phone confiscated, and the parent may obtain the phone at the end of the nine weeks or trimester period.

4. Fourth Offense: student will be placed in Saturday School, phone confiscated, and the parent may obtain the phone at the end of the semester or trimester, and student will be denied privileges of having a phone on campus.

5. Fifth Offense: student will be suspended for one day, phone confiscated, and the parent may obtain the phone at the end of the school year.

6. Continued violations may result in due process or pre-expulsion procedures for non-compliance for a district policy.
HARASSMENT (KRS 525.070)

Use of an electronic device to send harassing messages is considered cyber-bullying and is a violation of Kentucky State Law.
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XXIX.  PUPIL CONDUCT CODE E-Mail and Internet
Delete 1st paragraph and add new:

OVERVIEW

Each student attending Hardin County Schools will be given an account in order to access the district’s computer network.  Once the appropriate privileges are granted by the parent and/or guardian, this account will also allow the student to access either the Internet, E-Mail (Electronic Mail) or both.  This access is a privilege and not a right.  Should a student violate any of the rules and/or policies outlined within this document, these privileges may be suspended or revoked.

Permission must be granted each school year by the parent and/or guardian.  Permission may also be revoked by parental and/or guardian request at any time throughout the school year.  Parent/guardian permission requests must be made in writing via the Certificate Statement Card which is available in the school’s office.

All computers are the property of the Hardin County School system and all data stored on this is the property of the school system.

ACCESS TO INAPPROPRIATE MATERIAL

Access of materials deemed as inappropriate, including but not limited to, sexually explicit and/or obscene is strictly prohibited.  The District utilizes Internet filtering technology in order to limit access to such sites and materials.  All Internet traffic is logged and archived.  If a faculty member suspects that a student has accessed an inappropriate website, a request can be made of the district technology staff to retrieve the logs for a particular student for a given period of time.  The local administrative staff at the school will then evaluate the data and take the appropriate action.  This action may include the suspension of the student’s Internet access up to total denial for the remainder of the school year.  This policy is in accordance with 701 KAR 5:120 Prevention of Objectionable Material Transmitted to Schools via Computer.

INTERNET SAFETY AND SECURITY

The safety of our students is of utmost importance to the District.  The access of social websites from the District network by students is expressly forbidden.  Electronic chat rooms, Internet Relay Chat, Skype, etc are not permitted by students without strict faculty supervision.  These types of sites are filtered by our Internet filtering system.  The only E-Mail system that may be accessed via the District’s network is the Kentucky Department of Education’s approved system.  Access to any other E-Mail system via our network is strictly prohibited.  These sites are also filtered by our Internet filtering system.  This is in accordance with 701 KAR 5:120 Prevention of Objectionable Material Transmitted to Schools via Computer.  The District provided E-Mail system is for educational purposes only.

UNAUTHORIZED ACCESS
Access of the District network and/or a school owned computer may only be permitted with a student’s personal login and password.  A student may not reveal their password to anyone nor may they use another student’s password to access a district computer or the network.  The use of any software in the attempt to gain access to a computer and/or network, obtain another user’s password, or interfere with the flow of information on the network is strictly prohibited.  The downloading and use of Port Scanners, hacking software, etc., is strictly prohibited unless authorized in an IT class and monitored by a faculty member.  KRS 434.520 Unlawful access to a computer in the second degree states that unlawful access to a computer is a Class D felony.  Any student found in violation of this statute may, at minimum, lose their network/computer privileges and at most, be brought up on criminal charges.

MISUSE OF COMPUTER INFORMATION
Any student who accesses any information, software and/or records, or assists another in doing same, is in violation of KRS 434.845 Misuse of Computer Information.  Examples of this type of information include, but are not limited to, Infinite Campus for student records and data and MUNIS and CPA for financial records.  Gaining access to these types of information and redistributing to others, changing information (such as student grades or attendance records) constitutes violation of this statute.  KRS 434.845 states that Misuse of Computer Information is a Class C felony.  Any student found in violation of this statute may, at minimum, lose their network/computer privileges and at most, be brought up on criminal charges.

OTHER POLICIES
Students are also not permitted to engage in the following:


· Harassing, insulting or attacking others

· Damaging computers, computer systems or computer networks

· Violating copyright laws

· Trespassing in another’s folders, work or files

· Intentionally wasting limited resources (playing unauthorized games, etc)

· Employing the network for commercial purposes

· Intentionally loading viruses onto computers, diskettes, flash drives or networks.

SUMMARY
Outlined here are various activities that are prohibited by District policy.  Access to the computer systems and network is a privilege for our students, not a right.  Any student found in violation of these policies may result in immediate termination of computer/network privileges, other disciplinary actions as deemed by the School/District administrative staff, and/or criminal prosecution.  The primary manor in which these rules will be enforced will be through teacher/faculty supervision.  Automated safeguards have been put into place to limit the number of simultaneous computers logins by a student, and filters to guard against inappropriate Internet sites and materials.  The District also has appliances in place that “watch” the network for inappropriate traffic.  This traffic can be traced to a single workstation and the user of that machine can be identified.










