
POWERS AND DUTIES OF THE BOARD OF EDUCATION 01.61 

Records Management 

RECORDS OFFICER 

The Superintendent shall designate a Records Officer who shall inventory, analyze and schedule 

disposition of District records, as well as maintain a destruction record, noting the authorization 

for said destruction and the amount of records to be destroyed. Each year, the Records Officer 

shall provide a copy of this record to the Board (Superintendent) and to the Director of the Division 

of Archives and Records.1 

An inventory of all public records kept by the District shall be taken, these records to include those 

made or received by the District in connection with the transaction of school business. Records 

shall refer to those documents specified in KRS 171.410 and in the Records Retention Schedule, 

Public School District. 

SUPERINTENDENT'S RESPONSIBILITIES 

Pursuant to statutory requirements, the Superintendent shall establish procedures to safeguard 

against the unlawful destruction, removal or loss of records.2 The Superintendent shall notify the 

Department of Libraries and Archives of any actual, impending or threatened unlawful disposition 

of records and shall initiate action through the Attorney General for recovery of such records.3 

RETENTION AND DISPOSAL OF RECORDS 

The District shall follow the Records Retention Schedule, Public School District in its management 

of school records. If a record in question is not listed in this schedule, a written request for disposal 

of records must be submitted by the Superintendent to the Division of Archives and Records and 

the request must be approved in writing by the State Librarian.4 

For record and archival purposes, the Superintendent shall place on permanent file one (1) copy of 

each Board policy that is rescinded or amended in any manner. 

When there is a question whether a particular record or group of records should be destroyed, the 

state archives and records commission shall have exclusive authority to make this decision.5 

LITIGATION 

After consultation with the Board Attorney as deemed appropriate, the Superintendent should 

direct that records relevant to pending or threatened litigation, administrative proceedings, or 

investigations shall not be destroyed even if the retention period for such records has passed. 

INFORMATION SECURITY BREACH 

Information security breaches shall be handled in accordance with KRS 61.931, KRS 61.932, and 

KRS 61.933 including, but not limited to, investigations and notifications. 

Within seventy-two (72) hours of the discovery or notification of a security breach, the District 

shall notify the Commissioner of the Kentucky State Police, the Auditor of Public Accounts, the 

Attorney General, and the Education Commissioner. 



POWERS AND DUTIES OF THE BOARD OF EDUCATION 01.61 

 (CONTINUED) 

Records Management 

INFORMATION SECURITY BREACH (CONTINUED) 

The District shall acknowledge to the Board in a public meeting prior to August 31 of each year, 

that the District has reviewed the Data Security and Breach Notification Best Practice Guide and 

has implemented best practices that meet the needs of reasonable personal information reasonable 

security in the District. 

RETENTION OF RECORDINGS 

School officials shall retain any digital, video, or audio recording according to the following: 

 Retain for a minimum period of one (1) week a master copy of any digital, video, or 

audio recordings of school activities without editing, altering, or destroying any portion 

of the recordings, although secondary copies of the master copy may be edited.; and  

 Retain for a minimum of one (1) month in an appropriate format, a master copy of any 

digital, video, or audio recordings of activities that include, or allegedly include, injury 

to students or school employees without editing, altering, or destroying any portion of 

the recordings.6 

 If an incident is being investigated, retain recordings until investigation and legal 

activity are completed. 

 Permanently retain a master copy of any digital, video, or audio recordings of all 

Jefferson County Board of Education meetings held in open session without editing, 

altering, or destroying any portion of the recordings.  A copy of these recordings shall 

be publicly accessible via the main website for Jefferson County Public Schools. 

REFERENCES: 

1725 KAR 1:010 
2KRS 171.710 
3KRS 171.720 
4725 KAR 1:030; KRS 171.420; KRS 171.570 
5KRS 171.670; KRS 171.410; KRS 171.660; 725 KAR 1:020 
6 KRS 160.705 

 KRS 61.931; KRS 61.932; KRS 61.933 

 702 KAR 1:025; 725 KAR 1:025; 702 KAR 1:170 

 Records Retention Schedule, Public School District 

 Data Security and Breach Notification Best Practice Guide 
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