
FOURTH AMENDMENT TO DATA SHARING AGREEMENT 

THIS FOURTH AMENDMENT TO DATA SHARING AGREEMENT (hereinafter 
"Amendment") is entered into between THE JEFFERSON COUNTY BOARD OF 
EDUCATION (hereinafter "Board"), a political subdivision of the Commonwealth of 
Kentucky, with its principal place of business at 3332 Newburg Road, Louisville, 
Kentucky, 40218 and Public Consulting Group, LLC (hereinafter "PCG"), with its principal 
place of business at 545 Mainstream Drive, Suite 220, Nashville, TN 37228 

WHEREAS the parties entered into a Data Sharing Agreement dated June 23, 2021, and 
Amended October 6, 2021, February 16, 2022, and June 29, 2022 (the "DSA"); 

WHEREAS the parties have agreed to share additional data fields; 

WHEREAS the parties wish to amend that DSA to revise Attachment A; 

This Amendment hereby removes and replaces Attachment A of the DSA in its entirety 
with the following: 

Attachment A 

STUDENT DATA TO BE DISCLOSED 

Data Field 

JCPS Student Number 

PersonID 

Evaluation Type 

IEP Placement 

KY Consent for Evaluation - Date of Consent for Initial Evaluation 

KY Consent for Evaluation - Date of Consent for Date of Consent for Reevaluation 

KY Consent for Evaluation - Date of Revocation of Consent for Evaluation 

KY Consent for Evaluation - Reason for Revocation of Consent for Evaluation: 

KY Consent for Evaluation- Suspected Disability 

KY Consent for Evaluation- Select disability area(s) for 'Developmental Delay': 

KY Consent for Evaluation - Select disability area(s) for 'Specific Leaming Disability': 

KY Consent for Evaluation- Select disability area(s) for 'Speech or Language Impairment': 



KY Consent for Evaluation- Evaluation Components 

KY Consent for Evaluation- Date of Consent for Reevaluation 

KY Consent for Evaluation - Parental Consent 

KY Evaluation/Eligibility Determination - ARC Meeting Date 

KY Evaluation/Eligibility Dete1mination - Evaluation Type 

KY Evaluation/Eligibility Dete1mination - Date of Consent/Denial for Services 

KY Evaluation/Eligibility Determination - Reason for missing 60 day timeline 

KY Evaluation/Eligibility Dete1mination - Date of Eligibility Determination 

KY Evaluation/Eligibility Deteimination - Primary Disability 

KY Evaluation/Eligibility Determination - Eligibility Form 

KY Evaluation/Eligibility Determination - Underlying Disability (A) 

KY Evaluation/Eligibility Determination - Underlying Disability (B) 

KY Evaluation/Eligibility Dete1mination - Underlying Disability (C) 

KY Evaluation/Eligibility Determination - Underlying Disability (D) 

KY Evaluation/Eligibility Dete1mination>RR-Review of Existing Data - Current Disability: 

KY Evaluation/Eligibility Determination>RR-Review of Existing Data -
If 'Multiple Disabilities' is selected, list categories: 

KY Evaluation/Eligibility Dete1mination>RR-Review of Existing Data - Current Related Services: 

KY Evaluation/Eligibility Dete1mination>RR-Review of Existing Data - Previous 
Eligibility Determinations 

KY Evaluation/Eligibility Dete1mination>RR-Review of Existing Data - ARC Dates for 
Eligibility Dete1mination: 

KY Evaluation/Eligibility Dete1mination>RR-Review of Existing Data - Evaluation/Reevaluation 
Report in File: 

Special Ed Team Member - Case Manager 

Special Ed Transp01iation Data - Mileage 

Special Ed Transp01iation Data - Attendance 

KY Refen-al - ARC Decision Date 



KY Refenal - Referred Date 

KY Refenal - Suspected Disability 

KY Refenal - Select disability area(s) for 'Developmental Delay' : 

KY Refenal - Select disability area(s) for 'Specific Learning Disability': 

KY Refenal - Select disability area(s) for 'Speech or Language Impairment': 

KY Refenal - Summary of Interventions ( all fields) 

KY Referral - School Info1mation (all fields) 

KY Refenal - Physical Functioning and Summary of Support (all fields) 

Special Ed Exit Date 

Eval Date 

Evaluation Date 

Annual Review Date 

Three Year Eval Date 

Special Ed Status 

School Zones 

All other provisions of the DSA shall remain unchanged. 

IN WITNESS WHEREOF, the Parties hereto have executed this Fourth Amendment to be 
effective as of October 25, 2023 . 

Jefferson County Board of Education: 

By: - - --------- - -
Dr. Maitin A. Pollio 
Superintendent 

Date: 

Public Consulting Group, LLC: 

By: A~M~ 

Alicia Stewait 
Manager 

Date: September 27, 2023 



ACORD® CERTIFICATE OF LIABILITY INSURANCE I DAlE {MM/DDIYYYY) 

~ 3/29/2023 

THIS CERTIFICATE IS ISSUED AS A MATTER OF INFORMATION ONLY AND CONFERS NO RIGHTS UPON THE CERTIFICATE HOLDER. THIS 
CERTIFICATE DOES NOT AFFIRMATIVELY OR NEGATIVELY AMEND, EXTEND OR ALTER THE COVERAGE AFFORDED BY THE POLICIES 
BELOW. THIS CERTIFICATE OF INSURANCE DOES NOT CONSTITUTE A CONTRACT BETWEEN THE ISSUING INSURER{S), AUTHORIZED 
REPRESENTATIVE OR PRODUCER, AND THE CERTIFICATE HOLDER. 

IMPORTANT: If the certificate holder Is an ADDITIONAL INSURED, the policy{les) must be endorsed. If SUBROGATION IS WAIVED, subject to • 
the terms and conditions of the policy, certain policies may require an endorsement. A statement on this certificate does not confer rights to the 
certificate holder In lieu of such endorsement{s). 

PRODUCER . NAMt" Adrienne Kisonas 

Hays Companies, Inc. PHONE I rffc. Nol: 111/C No Extl: 
980 Washington St., Suite 325 ~tl~~ss: Adrienne. Kisonas@bbrown.com 

INSURER{Sl AFFORDING COVERAGE NAIC # 

Dedham MA 02026 INSURERA: Great Northern Insurance Company 20303 
INSURED INSURER e: Federal Insurance Comoanv 20281 
Public Consulting Group LLC INSURERC:Allied World National Assurance Comnan-., 10690 
Attn: Michael Marotta INSURER D: ACE American Insurance Comoanv 22667 
148 State St., 10th Floor INSURERE: 

Boston MA 02109 INSURERF: 

COVERAGES CERTIFICATE NUMBER: 23-24 GL Auto WC UMB REVISION NUMBER: 
THIS IS TO CERTIFY THAT THE POLICIES OF INSURANCE LISTED BELOW HAVE BEEN ISSUED TO THE INSURED NAMED ABOVE FOR THE POLICY PERIOD 
INDICATED. NOTWITHSTANDING ANY REQUIREMENT, TERM OR CONDITION OF ANY CONTRACT OR OTHER DOCUMENT WITH RESPECT TO WHICH THIS 
CERTIFICATE MAY BE ISSUED OR MAY PERTAIN, THE INSURANCE AFFORDED BY THE POLICIES DESCRIBED HEREIN IS SUBJECT TO ALL THE TERMS, 
EXCLUSIONS AND CONDITIONS OF SUCH POLICIES. LIMITS SHOWN MAY HAVE BEEN REDUCED BY PAID CLAIMS. 

INSR 
TYPE OF INSURANCE 

ADDL SuBR POLICYEFF POLICY EXP 
LIMITS LTR n,on Uft<n POLICY NUMBER • IMM/DDIYYYYl ' IMM/DD/YYYYl 

X COMMERCIAL GENERAL LIABILITY EACH OCCURRENCE $ 1,000,000 - U CLAIMS-MADE W OCCUR 
DAMAGE TO RENTED 

A PREMISES {Ea occur,encel $ 1,000,000 

X 35855036 4/1/2023 4/1/2024 MED EXP (Any one person) $ 10,000 -
PERSONAL & ADV INJURY $ 1,000,000 -

GEN'LAGGREGAlE LIMIT APPLIES PER: GENERALAGGREGATE $ 2,000,000 

Fl POLICY □ mi □ LOG PRODUCTS- COMP/OP AGG $ Included 

OTHER: Employee Benefits $ 1,000,000 

AUTOMOBILE LIABILITY COMBINED SINGLE LIMIT $ 1,000,000 /Ea accldenll '---
ANYAUTO BODILY INJURY (Per person) $ 

B - ALL O'M-IED 
~ 

SCHEDULED 
AUTOS AUTOS 73540440 4/1/2023 4/1/2024 BODILY INJURY (Per accident) $ - ,-.. 

NON-OWNED ip~?:~f.':iWAMAGE X HIRED AUTOS X AUTOS $ -
$ 

X UMBRELLA LIAB MOCCUR EACH OCCURRENCE $ 10,000,000 -
C 

EXCESS LIAB CLAIMS-MADE AGGREGATE $ 10;000,000 

OED I X I RETENTION $ 10 000 0311-2674 4/1/2023 4/1/2024 $ 

WORKERS COMPENSATION XI ;~fTUTE I IOTH-
AND EMPLOYERS' LIABILITY ER 

YIN 
ANY PROPRIETOR/PARTNER/EXECUTIVE 

□ NIA 
E.L. EACH ACCIDENT $ 1,000,000 

OFFICER/MEMBER EXCLUDED? 
D (Mandatory in NH) 71724811 4/1/2023 4/1/2024 E.L. DISEASE· EA EMPLOYEE $ 1 000,000 

If yes, describe under 
E.L. DISEASE - POLICY LIMIT 1 000 000 DESCRIPTION OF OPERATIONS below $ 

D Professional/Cyber Liability/ D97157753 4/1/2023 4/1/2024 Each Clalm'Aggregate: $10,000,000 

Technology E&O: Claims Made RetenUon: $500,000 

DESCRIPTION OF OPERATIONS/ LOCATIONS/ VEHICLES (ACORD 101, Additional Remarks Schedule, may be attached if more space is required) 
Board of Education of Jefferson County is included as additional insured as respects to General Liability 
where required by written contract, subject to policy terms and conditions 

CERTIFICATE HOLDER CANCELLATION 

SHOULD ANY OF THE ABOVE DESCRIBED POLICIES BE CANCELLED BEFORE 

Board of Education of Jefferson County THE EXPIRATION DATE THEREOF, NOTICE WILL BE DELIVERED IN 

Attn: Insurance/Real Estate Dept. 
ACCORDANCE WITH THE POLICY PROVISIONS. 

3332 Newburg Road 
AUTHORIZED REPRESENTATIVE 

Louisville, KY 40218 

I 
James Hays/MYLANA V 

© 1988-2014 ACORD CORPORATION. All rights reserved. 

ACORD 25 (2014/01) 
INS025 (201401) 

The ACORD name and logo are registered marks of ACORD 
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THIRD AMENDMENT TO DATA SHARING AGREEMENT 

THIS THIRD AMENDMENT TO DATA SHARING AGREEMENT (hereinafter 
"Amendment") is entered into between THE JEFFERSON COUNTY BOARD OF 
EDUCATION (hereinafter "Board"), a political subdivision of the Commonwealth of 
Kentucky, with its principal place of business at 3332 Newburg Road, Louisville, 

[p S. zoiz.,,, J. 

Kentucky, 40218 and Public Consulting Group, LLC (hereinafter "PCG"), with its principal 
place of business at 148 State Street, 10th Floor, Boston, Massachusetts 02109. 

WHEREAS the parties entered into a Data Sharing Agreement dated June 23, 2021, and 
Amended October 6, 2021 and February 16, 2022 (the "DSA"); 

WHEREAS the parties have agreed to share additional data fields; 

WHEREAS the parties wish to amend that DSA to revise Attachment A; 

This Amendment hereby removes and replaces Attachment A of the DSA in its entirety 
with the following: 

Attachment A 

STUDENT DATA TO BE DISCLOSED 

Data fields Use 
Student Name (First, Middle, Last) Pushed from IC to EDPlan via Student and Events-IBP-Dates 

[mport file, sent to KYHealthNet 
Date of Birth (DOB) Pushed from IC to EDPlan via Student import file, sent to 

IKYHealthNet 

Gender Pushed from IC to EDPlan via Student import file, sent to 
IKYHealthNet 

Medicaid Number Pushed from IC to EDPlan via Student import file, sent to 
K.YHealthNet 

Language (student) Pushed from IC to EDPlan via Student import file 
Student Code Pushed from IC to EDPlan via Student, Parent, 

GoalsAndObjectives, Services, Events-IBP-Dates, Immunization, 
and Health Alerts import files 

Social Security Number Pushed from IC to EDPlan via Student import file 
Race Pushed from IC to EDPlan via Student import file 
School Code Pushed from IC to EDPlan via Student import file 
Grade Pushed from IC to EDPlan via Student import file 
Primary Disability Pushed from IC to EDPlan via Student import file 
Status Pushed from IC to EDPlan via Student imp01t file 
Medicaid Consent Pushed from IC to EDPlan via Student import file 
Consent Signature Date Pushed from IC to EDPlan via Student import file 
Consent Begin Date Pushed from IC to EDPlan via Student import file 



Consent End Date Pushed from IC to EDPlan via Student import file 
Service Start Time Entered in EDPlan, sent to KYHealthNet 
Service End Time Entered in EDPlan, sent to KYHealthNet 
Total Billable Minutes Entered in EDPlan, sent to KYHealtbNet 
Number of Billable Units Entered in EDPlan, sent to KYHealthNet 
CPTCode Entered in EDPlan, sent to KYHealtbNet 
ICD-10 DiaITT1osis Code Entered in EDPlan sent to KYHealtbNet 
Group Size (if applicable) Entered in EDPlan, sent to KYHealtbNet 
Place of Service Modifier (Ex. School, Entered in EDPlan, sent to KYHealtbNet 
Telehealth) 
Service Date Entered in ED Plan, sent to KYHealtbN et 

Service Provider Modifier ( ex. "TD" is Entered in EDPlan, sent to KYHealthNet 
a Registered Nurse) 

Service Provider Employee ID (3 digit Entered in EDPlan, sent to KYHealthNet 
number) 

Service Provider License Status (is the Entered into EDPlan 
service provider's license active?) 
Service Provider SBHS Application Entered into EDPlan 
Status (is the service provider on the 
district's KDE SBHS application?) 

Service Provider Billing Status (is the Entered into EDPlan 
service provider billable or nonbillable? 
Are they federally funded?) 
Service Provider Electronic Created by EDPlan 
Signature 
Progress Note Entered into EDPlan 

Whether the service is billable or Entered into EDPlan 

nonbillable ( ex. Exclude contact tracing 
per state guidelines) 

Whether the service meets CMS Entered into EDPlan 
"medical necessity" requirements 

Whether the service is an IBP nursing Entered into EDPlan 
claim or an Expanded Access nursing 
claim 
Supervision approval/signoff if Entered into EDPlan 
applicable (Ex. LPN services require 
approval from supervising RN, 
Licensed psychological associate must 
be under the supervision of a Phd level 
psychologist) 

Parent/Legal Guardian Name Pushed from IC to EDPlan via Parent imoort file 
Parent/Legal Guardian E Mail Pushed from IC to EDPlan via Parent imoort file 
Parent/Legal Guardian Phone Number Pushed from IC to ED Plan via Parent import file 



Parent/Legal Guardian Address Pushed from IC to EDPlan via Parent import file 
Parent/Legal Guardian Language Pushed from IC to EDPlan via Parent import file 
Parent Type Pushed from IC to EDPlan via Parent import file 
Parent Code Pushed from IC to EDPlan via Parent import file 
District Code Pushed from IC to EDPlan via Schools import file 
District Name Pushed from IC to EDPlan via Schools import file 
District Address Pushed from IC to EDPlan via Schools import file 
Type (School) Pushed from IC to EDPlan via Schools import file 
Category (School) Pushed from IC to EDPlan via Schools import file 
Phone Number (include area code) Pushed from IC to EDPlan via Schools import file 
(school) 
Annual Goal Pushed from IC to EDPlan via GoalsAndObjectives import file 
All Goal Objectives Pushed from IC to EDPlan via GoalsAndObjectives import file 
All Goal Narratives Pushed from IC to EDPlan via GoalsAndObjectives import file 
Goal Area Pushed from IC to EDPlan via GoalsAndObjectives import file 
Domain Pushed from IC to EDPlan via GoalsAndObjectives import file 
Last IBP Date Pushed from IC to EDPlan via Services import file 
IBP End Date Pushed from IC to EDPlan via Services import file 
Immunization Type Pushed from IC to EDPlan via Immunization import file 
All Dates Administered Pushed from IC to EDPlan via Immunization import file 
Exempt YIN Pushed from IC to EDPlan via Immunization import file 
Health Alert Codes Pushed from IC to EDPlan via Health Alerts import file 
Health Alert Names Pushed from IC to EDPlan via Health Alerts import file 
Staff Name (First, Middle, Last) Pushed from IC to ED Plan via Staff import file 
StaffEmail Pushed from IC to ED Plan via Staff import file 
StaffUserCode Pushed from IC to ED Plan via Staff import file 
Staff Titles Pushed from IC to EDPlan via Staff import file 
StaffUserTvoes Pushed from IC to ED Plan via Staff import file 
Staff School Code Pushed from IC to ED Plan via Staff import file 
Staff Remote Provision Pushed from IC to EDPlan via Staffimoort file 
Staff Remote Account Tvoe Pushed from IC to ED Plan via Staff imoort file 
Staff SAMLAccount Name Pushed from IC to ED Plan via Staff imoort file 
Service Pushed from IC to ED Plan via Services imoort file 
Service Location Pushed from IC to EDPlan via Services imoort file 
Start Date Pushed from IC to ED Plan via Services imnort file 
End Date Pushed from IC to EDPlan via Services imoort file 
Time Soent Pushed from IC to EDPlan via Services imnort file 
Time Units Pushed from IC to EDPlan via Services imoort file 
Number of Session Pushed from IC to EDPlan via Services imoort file 
Time Period Pushed from IC to EDPlan via Services imnort file 
Session Time Pushed from IC to EDPlan via Services imoort file 

All other provisions of the DSA shall remain unchanged. 

IN WITNESS WHEREOF, the Parties hereto have executed this Third Amendment to be 
effective as of June 29, 2022. 



Jefferson County Board of Education: 

By:------------
Dr. Ma1tin A. Pollio 
Superintendent 

Date: 

Public Consulting Group, LLC: 

By: ____________ _ 
Alicia Stewait 
Manager 

Date: June 8, 2022 



' I 

SECOND AMENDMENT TO DATA SHARING AGREEMENT (DSA) 

THIS SECOND AMENDMENT TO DATA SHARING AGREEMENT (hereinafter 
"Amendment") is entered into between THE JEFFERSON COUNTY BOARD OF 
EDUCATION (hereinafter "Board"), a political subdivision of the Commonwealth of 
Kentucky, with its principal place of business at 3332 Newburg Road, Louisville, Kentucky, 
40218 and Public Consulting Group LLC (hereinafter "PCG"), with its principal place of 
business at 148 State Street, 10th Floor, Boston, MA 02109. 

WHEREAS the parties entered into a Data Sharing Agreement dated June 23, 2021, and 
Amended October 6, 2021 (the "DSA"); 

WHEREAS the parties have agreed to share additional data fields; 

WHEREAS the parties wish to amend that DSA to revise Attachment A; 

This Amendment hereby removes and replaces Attachment A of the DSA in its entirety 
with the following: 

Attachment A 

STUDENT DATA TO BE DISCLOSED 

Student Name 
Student DoB 
St11dent Gender 
Student Medicaid Number 
Student Language 
Service Start Time 
Service End Time 
Total Billable Minutes 
Number of Billable Units 
CPT Code 
ICD-10 Diagnosis Code 
Group Size (if applicable) 
Place of Service Modifier (Ex. School, Telehealth) 
Service Date 
Service Provider Modifier (ex. "TD" is a Registered Nurse) 
Service Provider Employee ID (3 digit number) 
Service Provider License Status (is the service provider's license active?) 
Service Provider SBHS Application Status (is the service provider on the 
district's KDE SBHS application?) 
Service Provider Billing Status (is the service provider billable or nonbillable? 
Are they federally funded?) 
Service Provider Electronic Signature 
Progress Note 



Whether the service is billable or nonbillable ( ex. Exclude contact tracing per state 
Whether the service meets CMS "medical necessity" requirements 
Whether the service is an IEP musing claim or an Expanded Access nursing claim 
Supervision approval/signoff if applicable (Ex. LPN services require approval from 
supervising RN, Licensed psychological associate must be under the supervision of a Phd 
Parent/Legal Guardian Name 
Parent/Legal Guardian E Mail 
Parent/Legal Guardian Phone Number 
Parent/Legal Guardian Address 
Parent/Legal Guardian Language 

All other provisions of the DSA shall remain unchanged. 

IN WITNESS WHEREOF, the Parties hereto have executed this Second Amendment to 
be effective as of February 16, 2022. 

Jefferson County Board of Education: 

By: _ _________ _ 

Dr. Martin A. Pollio 
Superintendent 

Date: 

Public Consulting Group LLC: 

By: -AoJr,ia, ~cut 

Alicia Stewart 
Manager 

Date: January 26, 2022 



OK AS TO FORrJ 
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AMENDMENT TO DATA SHARING AGREEMENT 

THIS AMENDMENT TO DATA SHARING AGREEMENT (hereinafter 
"Amendment") is entered into between THE JEFFERSON COUNTY BOARD OF 
EDUCATION (hereinafter "Board"), a political subdivision of the Commonwealth of Kentucky, 
with its principal place of business at 3332 Newburg Road, Louisville, Ke11tucky, 40218 and 
Public Consulting Group, LLC (hereinafter "PCB"), with its principal place of business at 414 
Union Street, Suite 1100, Nashville, TN 37219. 

WHEREAS the parties entered into a Data Sharing Agreement dated June 23, 2021 (the "DSA"); 

WHEREAS the parties have agreed to share additional data fields; 

WHEREAS the parties wish to amend that DSA to revise Attachment A; 

This Amendment hereby removes and replaces Attachment A of the DSA in its entirety 
with the following: 

Attachment A 

STUDENT DATA TO BE DISCLOSED 

Student Name 

Student DoB 

Student Gender 

Student Medicaid Number 

Service Start Time 

Service End Time 

Total Billable Minutes 

Number of BIiiable Units 

CPTCode 

ICD-10 Diagnosis Code 

Group Size (If applicable) 

Place of Service Modifier (Ex. School, Telehealth) 

Service Date 

Service Provider Modifier (ex. "TD" is a Registered Nurse) 

Service Provider Employee ID (3 digit number) 

Service Provider License Status (Is the service provider's license active?) 

Service Provider SBHS Application Status (Is the service provider on the district's KDE SBHS 

application?) 



Service Provider Billing Status (is the service provider billable or non billable? Are they federally 

funded?) 

Service Provider Electronic Signature 

Progress Note 

Whether the service is billable or nonblllable (ex. Exclude contact tracing per state guidelines) 

Whether the service meets CMS "medical necessity" requirements 

Whether the service is an IEP nursing claim or an Expanded Access nursing claim 

Supervision approval/signoff if applicable (Ex. LPN services require approval from supervising RN, 

Licensed psychological associate must be under the supervision of a Phd level psychologist) 

Parent/Legal Guardian Name 

Parent/Legal Guardian E Mail 

Parent/Legal Guardian Phone Number 

Parent/Legal Guardian Address 

Parent/Legal Guardian Language 

All other provisions of the DSA shall remain unchanged. 

IN WITNESS WHEREOF, the Parties hereto have executed this Amendment to be effective as of 
October 6, 2021. 

JEFFERSON COUNTY BOARD OF 
EDUCATION 

By: 

Title: 
Martin A. Pollio, Ed.D. 
Superintendent 

Public Consulting Group, LLC 

Contractor J. I , M , /\ "' _, __ --ft-
By: /\~ (}~ 

Alicia Stewart 
Title: =M=a=n=ag=e=r _____ _ 
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Data Sharing/Use Agreement 

Between 

Jefferson County Board of Education 

And 

Public Consulting Group, LLC 

This Data Sharing/Use Agreement ("Agreement") between the Jefferson County Board 
of Education, a political subdivision of the Commonwealth of Kentucky doing business 
as the Jefferson County Public Schools ("JCPS"), and Public Consulting Group, LLC 
a company organized under the laws of Delaware. ("Services Provider") describes the 
services to be provided to JCPS by Services Provider, and the means to be used by 
Services Provider to ensure the confidentiality and security of information and data 
exchanged between JCPS and Services Provider in connection with the provision of the 
services. 

A. PERIOD OF THE AGREEMENT 

This Agreement shall be effective as of June 23, 2021 and will terminate when the 
services contract referenced in Paragraph B.1 . below terminates, unless terminated 
earlier by either party pursuant to Section M-

B. SCOPE OF THE AGREEMENT AND INTENDED USE OF THE DATA 

1. Services Provider will provide the following services to JCPS under the terms of 
a services contract between JCPS and Services Provider effective June 23, 
2021: Third Party Medicaid Administrative and Recovery Services. 

2. JCPS and Services Provider agree that Services Provider is an organization to 
which JCPS can disclose, personally identifiable information from an education 
record of a student, as defined in 34 CFR 99.3, under the "school official 
exception" of the Family Educational Rights and Privacy Act, 20 U.S.C. 1232(g) 
and 34 C.F.R. 99.31 (a)(1) ("FERPA"), because the disclosure is to a contractor 
to whom JCPS has outsourced institutional services or functions for which JCPS 
would otherwise use employees; the contractor is under the direct control of 
JCPS with respect to the use and maintenance of education records; and the 
contractor is subject to the requirements of 34 CFR 99.33(a) governing the use 
and redisclosure of personally identifiable information from education records . 

3. JCPS shall disclose to Services Provider, confidential, personally identifiable 
information from an education record of a student, as defined in 34 C.F.R. 99.3, 
under the "school official exception" of FER PA, 34 C.F.R. 99.31 (a)(1 ), when the 
disclosure is within such exception as stated in Paragraph B.2 above and 

1.. , /0, 'ZO 
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Services Provider has a legitimate educational interest for access to such 
education records. The confidential data, including student and non-student 
information to be disclosed, is described in a document attached to this 
agreement as Attachment A. Services Provider shall use personally identifiable 
information from education records and other records in order to perform the 
services described in Paragraph B.1 above. Services Provider shall notify JCPS 
and JCPS shall provide written consent, If approved, of any changes to the list of 
disclosed data necessary for the services or any changes to the scope, purpose 
or duration of the services themselves. Any agreed upon changes to the data 
disclosed shall be reduced to writing and included in an update to Attachment A 
to this Agreement. Any agreed upon changes to the scope, purpose or duration 
of the services shall be reduced to writing and included in an amendment to the 
services contract described in Paragraph B.1 above. 

4. Services Provider and JCPS shall work cooperatively to determine the proper 
medium and method for the transfer of confidential data between each other. 
Services Provider shall confirm the transfer of confidential data and notify JCPS 
as soon as practicable of any discrepancies between the actual data transferred 
and the data described in this Agreement. The same protocol shall apply to any 
transfer of confidential data from Services Provider to JCPS. 

C. CONSTRAINTS ON USE OF DATA 

1. Services Provider agrees that the services shall be provided in a manner that 
does not permit personal identification of parents and students by individuals 
other than representatives of Services Provider that have legitimate interests in 
the information. 

2. Services Provider will not contact the individuals included in the data sets without 
obtaining advance written authorization from JCPS. 

3. Services Provider shall not re-disclose any individual-level data with or without 
identifying information to any other requesting individuals, agencies, or 
organizations without prior written authorization by JCPS, unless governed by 
Section D.3 below. 

4. Services Provider shall use the data only for the purpose described in Paragraph 
B.1 above. The data shall not be used for personal gain or profit. 

D. DATA CONFIDENTIALITY AND DATA SECURITY 

Services Provider agrees to the following confidentiality and data security statements: 

1. Services Provider acknowledges that the data is confidential data and proprietary 
to JCPS, and agrees to protect the data from unauthorized disclosures and to 
comply with all applicable Local, State and Federal confidentiality laws and 
regulations including but not limited to FERPA; the Kentucky Family Educational 
Rights and Privacy Act, KRS 160.700 et seq .; the Richard B. Russell National 

2 
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School Lunch Act, 42 U.S.C. 1751 et seq.; the Child Nutrition Act of 1966, 42 
U.S.C. 1771 et seq.; 7 C.F.R. 245.6 et seq.; the Personal Information Security 
and Breach Investigation Procedures and Practices Act, KRS 61.931 et seq.; and 
the Kentucky Open Records Act, KRS 61.820 et seq. 

2. If the performance of this Agreement involves the transfer by JCPS to Services 
Provider of any data regarding any JCPS student that is subject to FERPA, 
Services Provider agrees to: 

a. In all respects comply with the provisions of FERPA. 

b. Use any such data for no purpose other than to fulfill the purposes of the 
services contract described in Paragraph 8.1 above, and not share any 
such data with any person or entity other than Services Provider and Its 
employees, contractors and agents, without the prior written approval of 
JCPS. 

c. Require all employees, contractors and agents of Services Provider to 
comply with all applicable provisions of FERPA with respect to any such 
data. 

d. Maintain any such data in a secure computer environment, and not copy, 
reproduce or transmit any such data expect as necessary to fulfill the 
purposes of the services contract described in Paragraph B.1 above. 

e. Provide the services under the services contract described in Paragraph 
8.1 above in a manner that does not permit the identification of an 
individual student by anyone other than employees, contractors or agents 
of Services Provider having a legitimate interest In knowing such personal 
identification. 

f. Destroy or return to JCPS any such data obtained under this Agreement 
within thirty days (30) after the date within it is "no longer needed" by 
Services Provider for the purposes of the services contract described in 
Paragraph B.1 above. 

I. "No longer needed" is defined by the applicable state retention 
period regulation, which is currently, six years of retention. 

II. In the event it is not practicable to destroy or return to JCPS 
such data, because it lies on backup tapes or disaster 
recovery systems, Services Provider shall be allowed to retain 
such data until such time as return or destruction is 
practicable. 

3. Services Provider shall not release or otherwise reveal, directly or indirectly, the 
data to any individual, agency, entity, or third party not included in this 
Agreement, unless such disclosure is required by law or court order. If Services 

3 
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Provider becomes legally compelled to disclose any confidential and otherwise 
personally identifiable data (whether by judicial or administrative order, applicable 
law, rule or regulation, or otherwise), then Services Provider shall use all 
reasonable efforts to provide JCPS with prior notice before disclosure so that 
JCPS has the opportunity to seek a protective order or other appropriate remedy 
to prevent the disclosure or to ensure JCPS's compliance with the confidentiality 
requirements of federal or state law; provided, however, that Services Provider 
will use all reasonable efforts to maintain the confidentiality of confidential and 
otherwise personally identifiable data. If a protective order or other remedy is not 
obtained prior to the deadline by which any legally compelled disclosure is 
required, Services Provider will only disclose that portion of confidential and 
otherwise personally identifiable data that Services Provider is legally required to 
disclose. 

4. Services Provider shall not distribute, reprint, alter, sell, assign, edit, modify or 
create derivative works or any ancillary materials from or with the data. 

5. Services Provider shall not use data shared under this Agreement for any 
purpose other than the services contract described in Paragraph 8.1 above. 
Nothing in this Agreement shall be construed to authorize Services Provider to 
have access to additional data from JCPS that is not included in the scope of this 
Agreement (or addenda). Services Provider understands that this Agreement 
does not convey ownership of the data to Services Provider. 

6. Services Provider shall take reasonable security precautions and protections to 
ensure that persons not authorized to view the data do not gain access to the 
data. Reasonable security precautions and protections include, but are not 
limited to: 

a. Creating, distributing, and implementing data governance policies and 
procedures which protect data through appropriate administrative, 
technical and physical security safeguards, and outline staff 
responsibilities for maintaining data security; 

b. Encrypting all data carried on mobile computers/devices; 

c. Encrypting data before it is transmitted electronically; 

d. Requiring that users be uniquely identified and authenticated before 
accessing data; 

e. Establishing and enforcing well~defined data privilege rights which 
restrict users' access to the data necessary for this to perform their job 
functions; 

f. Ensuring that all staff accessing data sign a nondisclosure statement, 
attached as Attachment B, and maintain copies of signed statements; 
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g. Securing access to any physical areas/electronic devices where 
sensitive data are stored; 

h. Installing a firewall to permit or deny network transmissions based 
upon a set of rules; and 

i. Installing anti-virus software to protect the network. 

7. If Services Provider receives Personal Information as defined by and in 
accordance with the Kentucky Personal Information Security and Breach 
Investigation Procedures and Practices Act, KRS 61.931, et seq. (the 11Act11

), 

Services Provider shall secure, protect and maintain the confidentiality of the 
Personal Information by, without limitation, complying with all requirements 
applicable to "non-affiliated third parties" set forth in the Act, including but not 
limited to the following: 

a. "Personal Information" is defined in accordance with KRS 61.931 (6) as 
an individual's first name or first initial and last name; personal mark; or 
unique biometric or genetic print or image, in combination with one (1) 
or more of the following data elements: 

i. An account, credit card number, or debit card number that, in 
combination with any required security code, access code or 
password, would permit access to an account; 

ii. A Social Security number; 

iii. A taxpayer identification number that incorporates a Social 
Security number; 

iv. A driver's license number, state Identification card number or 
other individual identification number issued by an agency; 

v. A passport number or other identification number issued by 
the United States government; or 

vi. Individually Identifiable Information as defined in 45 C.F.R. 
sec. 160.013 (of the Health Insurance Portability and 
Accountability Act), except for education records covered by 
FERPA. 

b. As provided in KRS 61.931 (5), a "non-affiliated third party" means any 
person or entity that has a contract or agreement with an agency and 
receives (accesses, collects or maintains) personal information from 
the agency pursuant to the contract or agreement. 

c. Services Provider shall not re-disclose, without the written consent of 
JCPS, any 11personal information," as defined in KRS 61.931, or any 
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other personally identifiable information of a student or other persons, 
such as employees. 

d. Services Provider agrees to cooperate with JCPS in complying with the 
response, mitigation, correction, investigation, and notification 
requirements of the Act. 

e. Services Provider agrees to undertake a prompt and reasonable 
investigation of any breach as required by KRS 61.933. 

8. If Services Provider is a cloud computing service provider (as defined in KRS 
365.734(1)(b) as "any person other than an educational institution that operates a 
cloud computing service"), Services Provider agrees that: 

a. Services Provider shall not process student data for any purpose other 
than providing, improving, developing, or maintaining the integrity of its 
cloud computing services, unless the provider receives express 
permission from the student's parent. Services Provider shall work with the 
student's school and district to determine the best method of collecting 
parental permission. KRS 365.734 defines "process" and "student data." 

b. Pursuant to KRS 365.734(2), Services Provider shall not in any case 
process student data to advertise or facilitate advertising or to create or 
correct an individual or household profile for any advertisement purposes. 

c. Pursuant to KRS 365.734(2), Services Provider shall not sell, disclose, or 
otherwise process student data for any commercial purpose. 

d. Pursuant to KRS 365.734(3), Services Provider shall certify in writing to 
the agency that it will comply with KRS 365.734(2). 

9. Services Provider shall report all known or suspected breaches of the data, in 
any format, to Dr. Kermit Belcher, Chief Information Officer. The report shall 
include (1) the name, job title, and contact information of the person reporting the 
incident; (2) the name, job title, and contact information of the person who 
discovered the incident; (3) the date and time the incident was discovered; (4) 
the nature of the incident (e.g. system level electronic breach, an electronic 
breach of one computer or device, a breach of hard copies of records, etc.); (5) a 
description of the information lost or compromised; (6) the name of the electronic 
system and possible interconnectivity with other systems; (7) the storage medium 
from which information was lost or compromised; (8) the controls in place to 
prevent unauthorized use of the lost or compromised information; (9) the number 
of individuals potentially affected; and (10) whether law enforcement was 
contacted. 

10. Services Provider shall securely and permanently destroy the data, and any and 
all hard and soft (electronic) copies thereof, upon the termination of this 
Agreement. Services Provider agrees to require all employees, contactors, or 
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agents of any kind using JCPS data to comply with this provision. Services 
Provider agrees to document the methods used to destroy the data, and upon 
request, provide certification to JCPS that the data has been destroyed. In the 
event it is not practicable to destroy or return to JCPS such data, because it lies 
on backup tapes or disaster recovery systems, Services Provider shall be 
allowed to retain such data until such time as return or destruction is practicable. 

11. For purposes of this agreement and ensuring Services Provider's compliance 
with the terms of this Agreement and all application of the state and Federal 
laws, Services Provider designates Alicia Stewart (or an alternative designee 
specified in writing) as the temporary custodian ("Temporary Custodian") of the 
data that JCPS shares with Services Provider. JCPS will release all data and 
information under this Agreement to Temporary Custodian. Temporary Custodian 
shall be responsible for transmitting all data requests and maintain a log or other 
record of all data requested and received pursuant to this Agreement, including 
confirmation of the return or destruction of the data as described below. JCPS or 
its agents may, upon request, review the records Services Provider is required to 
keep under this Agreement. 

12. Services Provider acknowledges that any violation of this Agreement and/or the 
provisions of FERPA or accompanying regulations related to the nondisclosure of 
protected student information constitutes just cause for JCPS to immediately 
terminate this Agreement. 

13. Services Provider shall maintain, during the term of this Agreement, a cyber
insurance liability policy, in the amount of $5M. Upon request, Services Provider 
shall furnish the certificate of insurance evidencing this coverage. The certificate 
of insurance shall name the Board of Education of Jefferson County as additional 
insured in the Description of Operations section of the Certificate of Insurance 
which shall read: 

Board of Education of Jefferson County 
Attn: Insurance/Real Estate Dept. 

3332 Newburg Road 
Louisville, Kentucky 40218 

14. Services provider 'shall maintain, during the term of this Agreement, ISO27001 or 
SOC2 certification. If Services Provider Is unable to provide ISO27001 or SOC2 
certification, minimum requirements on a JCPS-provided standardized 
questionnaire must be met. Upon request, Services Provider shall furnish a 
current ISO27001, SOC2 certification, or updated questionnaire. 

E. FINANCIAL COSTS OF DATAwSHARING 

Each party shall be responsible for their portion of costs that may result from data 
sharing. Examples of potential costs to JCPS are costs associated with the compiling of 
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student data requested under this agreement and costs associated with the electronic 
delivery of the student data to Services Provider. 

No payments will be made under this Agreement by either party. Any payments to 
Services Provider will be made under the services contract described In Paragraph 8.1 
above. 

F. OBLIGATIONS OF JCPS 

During the term of this Agreement, JCPS shall: 

1. Prepare and deliver the data described In Attachment A. 

G. LIABILITY 

Services Provider agrees to be responsible for and assumes all liability for any claims, 
costs, damages or expenses (including reasonable attorneys' fees) that may arise from 
or relate to Services Provider's intentional or negligent release of personally identifiable 
student, parent or staff data ("Claim" or "Claims"). Services Provider agrees to hold 
harmless JCPS and pay any costs incurred by JCPS in connection with any Claim. The 
provisions of this Section shall survive the termination or expiration of this Agreement. 

H. TERMINATION 

1. This Agreement may be terminated as follows, after notification via the United 
States Postal Service (certified mail or registered mail) or recognized overnight 
delivery service (e.g., UPS, OHL, or FedEx): 

a. By either party in the event of a material breach of this Agreement by 
another party provided however, the breaching party shall have thirty (30) 
days to cure such breach and this Agreement shall remain in force. 

b. By either party after thirty (30) days advance written notice to the other 
party, for any reason or no reason. 

2. The confidentiality provisions of this Agreement shall survive the termination of 
this Agreement. If this Agreement is terminated by either party for material 
breach or for any other reason with thirty (30) days written notice, within seven 
(7) days of the termination the confidential information shall be returned or 
destroyed within seven (7) days of the termination and the Temporary Custodian 
shall provide JCPS confirmation of the return or destruction of the data pursuant 
to Paragraph D.11. If this Agreement terminates at the end of the term described 
in Section A, within seven (7) days after the end of the term, Services Provider 
shall return or destroy all confidential information and the Temporary Custodian 
shall provide JCPS confirmation of the return or destruction of the data pursuant 
to Paragraph D.11. 
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3. Destruction of the confidential information shall be accomplished by utilizing an 
approved method of confidential destruction, including but not limited to 
shredding, burning or certified/witnessed destruction for physical materials and 
verified erasure of magnetic media using approved methods of electronic file 
destruction. 

I. PUBLICATIONS AND COPYRIGHTS 

Both parties recognize that each organization may have extant work that predates this 
agreement. If those materials and/or data are used in the course of this work, they 
remain the property of the original developer. If new materials are developed during the 
term of the services contract described in Paragraph 8.1 above, ownership and 
copyright of such will be governed by the terms of the services contract. 

J. MODIFICATION 

No waiver, alteration or modification of the provisions of this Agreement shall be binding 
unless in writing and mutually agreed upon. Any modifications or additions to this 
Agreement must be negotiated and approved by both parties. 

K. QUALITY OF SERVICES 

JCPS reserves the right to review Services Provider's performance under this 
Agreement for effectiveness in serving the specific purposes as outlined in Paragraph 
8.1. Failure of Services Provider to perform in a manner that meets or exceeds the 
quality standards for JCPS shall serve as grounds for termination of this Agreement, 
subject to Service Provider's right to cure under Section H.1.a. of this Agreement. 

L. BREACH OF DAT A CONFIDENTIALITY 

Services Provider acknowledges that the breach of this Agreement or its part may result 
in irreparable and continuing damage to JCPS for which money damages may not 
provide adequate relief. In the event of a breach or threatened breach of this agreement 
by Services Provider, JCPS, in addition to any other rights and remedies available to 
JCPS at law or in equity, may be entitled to preliminary and permanent injunctions to 
enjoin and restrain the breach or threatened breach. If the United States Department of 
Education's Family Policy Compliance Office determines that Services Provider has 
violated paragraph 34 C.F.R. 99.31 (a)(6)(Iii)(B), JCPS may not allow Services Provider 
access to personally identifiable information from its education records for at least five 
(5) years. 

M. CHOICE OF LAW AND FORUM 

This Agreement shall be governed and construed in accordance with the laws of the 
Commonwealth of Kentucky. Any action or Claim arising from, under or pursuant to this 
Agreement shall be brought in the Jefferson County, Kentucky, Circuit Court, and the 
parties expressly waive the right to bring any legal action or Claims in any other courts. 
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N. WAIVER 

No delay or omission by either party In exercising any right under this Agreement shall 
operate as a waiver of that or any other right or prevent a similar subsequent act from 
constituting a violation of this Agreement. 

0. SEVERABILITY 

If any part of this Agreement is held to be void, against public policy or illegal, the 
balance remaining provisions of this Agreement shall continue to be valid and binding. 

P. NOTICES 

Any notices or reports by one party to the other party under this Agreement shall be 
made in writing, to the address shown in the signature portions of this Agreement, or to 
such other address as may be designated in writing by one party to the other. Notices 
shall be effective when received if personally delivered, or three days after mailing if 
mailed. 

Q. RELATIONSHIP OF PARTIES 

JCPS is not an employee, agent, partner or co-venturer of or with Services Provider. 
Neither Services Provider nor JCPS shall represent or imply to any party that it has the 
power or authority to enter Into a contract or commitment in the name of or on behalf of 
the other, or to otherwise bind the other. 

R. ENTIRE AGREEMENT; ASSIGNMENT 

This Agreement, together with any attachments hereto and any amendment or 
modifications that may hereafter be agreed to, constitute the entire understanding 
between the parties with respect to the subject-matter hereof and supersede any and all 
prior understandings and agreements, oral and written, relating hereto. Services 
Provider shall not assign this Agreement or any portion thereof to a subcontractor or 
other third party without the prior written consent of JCPS, and any attempted 
assignment without such prior written consent in violation of this Section R shall 
automatically terminate this Agreement. 
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AGREED: 

Public Consulting Group, LLC 
414 Union Street, Suite 1100 
Nashville, TN 37219 

1 nocuSlgned by: 

BY:~ 

Name: Alicia Stewart 

Title: Manager 

D t 
6/10/2021 a e: _______ _ 

AGREED: 

Jefferson County Board of Education 
3332 Newburg Road 
Louisville KY 40218 

BY: -------------

Name: Martin A. Pollio, Ed. D., 

Title: Superintendent 

Date: ------------
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Attachment A 

CONFIDENTIAL INFORMATION TO BE DISCLOSED 

Student Name 

Student DoB 

Student Gender 

Student Medicaid Number 

Service Start Time 

Service End Time 

Total BIiiabie Minutes 

Number of BIiiabie Units 

CPT Code 

ICD-10 Diagnosis Code 

Group Size (If appllcable) 

Place of Service Modifier (Ex, School, Telehealth) 

Service Date 

Service Provider Modifier (ex, "TD" Is a Registered Nurse) 

Service Provider Employee ID (3 digit number) 

Service Provider License Status (is the service provider's license active?) 
Service Provider SBHS Application Status (Is the service provider on the district's KDE SBHS 
application?) 
Service Provider Bllllng Status (ls the service provider billable or nonblllable? Are they federally 
funded?) 

Service Provider Electronic Signature 

Progress Note 

Whether the service is billable or nonblllable (ex, Exclude contact tracing per state guidelines) 

Whether the service meets CMS "medical necessity" requirements 

Whether the service Is an IEP nursing claim or an Expanded Access nursing claim 

Supervision approval/signoff If applicable (Ex, LPN services require approval from supervising RN, 
Licensed psychological associate must be under the supervision of a Phd level psychologist) 

Parent/legal Guardian Name 

Parent/Legal Guardian E Mall 

Parent/legal Guardian Phone Number 

Parent/Legal Guardian Address 
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Attachment B 

SERVICE PROVIDER'S EMPLOYEE NONDISCLOSURE STATEMENT 

I understand that the performance of my duties as an employee or contractor of 
Public consulting Gr~rvices Provider") involve a need to access and review 
confidential information (information designated as confidential by the Jefferson County 
Board of Education), and that I am required to maintain the confidentiality of this 
information and prevent any redisclosure prohibited under applicable federal and state 
law. By signing this statement, I agree to the following: 

• I will not permit access to confidential information to persons not authorized by 
Services Provider. 

I will maintain the confidentiality of the data or information. 

• I will not access data of persons related or known to me for personal reasons. 

I will report, immediately and within twenty~four (24) hours to my immediate 
supervisor, any known or reasonably believed instances of missing data, data that has 
been inappropriately shared, or data taken off site to my immediate supervisor. 

• I understand that procedures must be in place for monitoring and protecting 
confidential information. 

• I understand that the Family Educational Rights and Privacy Act ("FERPA") 
protects information in students' education records that are maintained by an 
educational agency or institution or by a party acting for the agency or institution, and 
includes, but is not limited to the student's name, the name of the student's parent or 
other family members, the address of the student or student's family, a personal 
identifier, such as the student's social security number, student number, or biometric 
record, other indirect identifiers, such as the student's date of birth, place of birth, and 
mother's maiden name, and other information that, alone or in combination, is linked or 
linkable to a specific student that would allow a reasonable person in the school 
community, who does not have personal knowledge of the relevant circumstances, to 
identify the student with reasonable certainty. 

I understand that any unauthorized disclosure of confidential information is illegal 
as provided in FERPA and in the implementing of federal regulations found in 34 CFR, 
Part 99. The penalty for unlawful disclosure is a fine of not more than $250,000 (under 
18 U.S.C. 3571) or imprisonment for not more than five years (under 18 U.S.C. 3559), 
or both. • 

I understand and acknowledge that children's free and reduced price meal and 
free milk eligibility information or information from the famlly's application for eligibility, 
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obtained under provisions of the Richard 8. Russell National School Lunch Act (42 
U.S.C. 1751 et seq) ("NSLA") or Child Nutrition Act of 1966 (42 U.S.C. 1771 et seq.) 
("CNA'') and the regulations implementing these Acts, is confidential information. 

I understand that any unauthorized disclosure of confidential free and reduced 
price lunch information or information from an application for this benefit is illegal as 
provided in the NSLA or the CNA and the regulations implementing these Acts, 
specifically 7 C.F.R 245.6. The penalty for unlawful disclosure is a fine of not more than 
$1,000.00 (under 7 C.F.R. 245.6) or imprisonment for up to one year (under 7 C.F.R. 
245.6), or both. 

I understand that KRS 61.931 also defines "personal Information" to include an 
individual's first name or first initial and last name; personal mark; or unique biometric or 
genetic print or image, in combination with one (1) or more of the following data 
elements: 

a) An account number, credit card number, or debit card number that, in 
combination with any required security code, access code, or password, would permit 
access to an account; 

b) A Social Security number; 

c) A taxpayer identification number that incorporates a Social Security number; 

d) A driver's license number, state identification card number, or other individual 
identification number issued by any agency; 

e) A passport number or other identification number issued by the United States 
government; or 

f) Individually identifiable health information as defined in 45 C.F.R. sec. 160.103, 
except for education records covered by the Family Educational Rights and Privacy Act, 
as amended, 20 U.S.C. sec. 1232g. 

I understand that other federal and state privacy laws protect confidential data 
not otherwise detailed above and I acknowledge my duty to maintain confidentiality of 
that data as well. 

I understand that any personal characteristics that could make the person's 
identity traceable, including membership in a group such as ethnicity or program area, 
are protected. 

In addition, I understand that any data sets or output reports that I may generate using 
confidential data are to be protected. I will not distribute to any unauthorized person any 
data sets or reports that I have access to or may generate using confidential data. I 
understand that I am responsible for any computer transactions performed as a result of 
access authorized by use of sign on/password(s). 
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Employee signature: Date: 

,)LA/{ 
l::e8AIAS40li1$41UA..------------

6/10/2021 

61748842.2 
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Attachment B 

SERVICE PROVIDER'S EMPLOYEE NONDISCLOSURE STATEMENT 

I understand that the performance of my duties as an employee or contractor of Public 
Consulting Group, LLC ("Services Provider") involve a need to access and review 
confidential information (information designated as confidential by the Jefferson 
County Board of Education), and that I am required to maintain the confidentiality of 
this information and prevent any redisclosure prohibited under applicable federal and 
state law. By signing this statement, I agree to the following: 

• I will not permit access to confidential information to persons not authorized by 
Services Provider. 

• I will maintain the confidentiality of the data or information. 

• I will not access data of persons related or known to me for personal reasons. 

I will report, immediately and within twenty-four (24) hours to my immediate 
supervisor, any known or reasonably believed instances of missing data, data that has 
been inappropriately shared, or data taken off site to my immediate supervisor. 

• I understand that procedures must be in place for monitoring and protecting 
confidential information. 

• I understand that the Family Educational Rights and Privacy Act ("FERPA") 
protects information in students' education records that are maintained by an 
educational agency or institution or by a party acting for the agency or institution, and 
includes, but is not limited to the student's name, the name of the student's parent or 
other family members, the address of the student or student's family, a personal 
identifier, such as the student's social security number, student number, or biometric 
record, other indirect Identifiers, such as the student's date of birth, place of birth, and 
mother's maiden name, and other information that, alone or in combination, is linked or 
linkable to a specific student that would allow a reasonable person in the school 
community, who does not have personal knowledge of the relevant circumstances, to 
identify the student with reasonable certainty. 

• I understand that any unauthorized disclosure of confidential information is illegal 
as provided in FERPA and in the implementing of federal regulations found in 34 CFR, 
Part 99. The penalty for unlawful disclosure is a fine of not more than $250,000 (under 
18 U.S.C. 3571) or imprisonment for not more than five years (under 18 U.S.C. 3559), 
or both. 

I understand and acknowledge that children's free and reduced price meal and 
free milk eligibility information or information from the family's application for eligibility, 
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obtained under provisions of the Richard B. Russell National School Lunch Act (42 
U.S.C. 1751 et seq) ("NSLA") or Child Nutrition Act of 1966 (42 U.S.C. 1771 et seq.) 
("CNA'1) and the regulations implementing these Acts, is confidential information. 

• I understand that any unauthorized disclosure of confidential free and reduced 
price lunch Information or Information from an application for this benefit is illegal as 
provided in the NSLA or the CNA and the regulations implementing these Acts, 
specifically 7 C.F.R 245.6. The penalty for unlawful disclosure is a fine of not more than 
$1,000.00 (under 7 C.F.R. 245.6) or Imprisonment for up to one year (under 7 C.F.R. 
245.6), or both. 

I understand that KRS 61.931 also defines "personal information" to include an 
Individual's first name or first initial and last name; personal mark; or unique biometric or 
genetic print or image, in combination with one (1) or more of the following data 
elements: 

a) An account number, credit card number, or debit card number that, in 
combination with any required security code, access code, or password, would permit 
access to an account; 

b) A Social Security number; 

c) A taxpayer identification number that incorporates a Social Security number; 

d) A driver's license number, state identification card number, or other individual 
identification number Issued by any agency; 

e) A passport number or other identification number issued by the United States 
government; or 

f) Individually identifiable health information as defined in 45 C.F.R. sec. 160.103, 
except for education records covered by the Family Educational Rights and Privacy Act, 
as amended, 20 U.S.C. sec. 1232g. 

I understand that other federal and state privacy laws protect confidential data 
not otherwise detailed above and I acknowledge my duty to maintain confidentiality of 
that data as well. 

• I understand that any personal characteristics that could make the person's 
identity traceable, including membership in a group such as ethnicity or program area, 
are protected. 

In addition, I understand that any data sets or output reports that I may generate using 
confidential data are to be protected. I will not distribute to any unauthorized person any 
data sets or reports that I have access to or may generate using confidential data. I 
understand that I am responsible for any computer transactions performed as a result of 
access authorized by use of sign on/password(s). 
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Employee signature: Date: 

6/10/2021 

61748842.2 
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Attachment 8 

SERVICE PROVIDER'S EMPLOYEE NONDISCLOSURE STATEMENT 

I understand that the performance of my duties as an employee or contractor of Public 
Consulting Group, LLC ("Services Provider") involve a need to access and review 
confidential information (information designated as confidential by the Jefferson 
County Board of Education), and that I am required to maintain the confidentiality of 
this information and prevent any redisclosure prohibited under applicable federal and 
state law. By signing this statement, I agree to the following: 

I will not permit access to confidential information to persons not authorized by 
Services Provider. 

• I will maintain the confidentiality of the data or information. 

• I will not access data of persons related or known to me for personal reasons. 

• I will report, immediately and within twenty-four (24) hours to my immediate 
supervisor, any known or reasonably believed instances of missing data, data that has 
been inappropriately shared, or data taken off site to my Immediate supervisor. 

• I understand that procedures must be in place for monitoring and protecting 
confidential information. 

• I understand that the Family Educational Rights and Privacy Act ("FERPA") 
protects information in students' education records that are maintained by an 
educational agency or institution or by a party acting for the agency or institution, and 
includes, but Is not limited to the student's name, the name of the student's parent or 
other family members, the address of the student or student's family, a personal 
identifier, such as the student's social security number, student number, or biometric 
record, other indirect identifiers, such as the student's date of birth, place of birth, and 
mother's maiden name, and other information that, alone or in combination, is linked or 
linkable to a specific student that would allow a reasonable person in the school 
community, who does not have personal knowledge of the relevant circumstances, to 
identify the student with reasonable certainty. 

I understand that any unauthorized disclosure of confidential information is illegal 
as provided In FERPA and in the implementing offederal regulations found in 34 CFR, 
Part 99. The penalty for unlawful disclosure is a fine of not more than $250,000 (under 
18 U.S.C. 3571) or imprisonment for not more than five years (under 18 U.S.C. 3559), 
or both. 

I understand and acknowledge that children's free and reduced price meal and 
free milk eligibility information or information from the family's application for eligibility, 
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obtained under provisions of the Richard B. Russell National School Lunch Act (42 
U.S.C. 1751 et seq) ("NSLA") or Child Nutrition Act of 1966 (42 U.S.C. 1771 et seq.) 
("CNA'') and the regulations implementing these Acts, is confidential information. 

I understand that any unauthorized disclosure of confidential free and reduced 
price lunch Information or information from an application for this benefit is illegal as 
provided in the NSLA or the CNA and the regulations implementing these Acts, 
specifically 7 C.F.R 245.6. The penalty for unlawful disclosure Is a fine of not more than 
$1,000.00 (under 7 C.F.R. 245.6) or imprisonment for up to one year (under 7 C.F.R. 
245.6), or both. 

• I understand that KRS 61.931 also defines "personal information" to include an 
individual's first name or first initial and last name; personal mark; or unique biometric or 
genetic print or image, in combination with one (1) or more of the following data 
elements: 

a) An account number, credit card number, or debit card number that, In 
combination with any required security code, access code, or password, would permit 
access to an account; 

b) A Social Security number; 

c) A taxpayer identification number that incorporates a Social Security number; 

d) A driver's license number, state identification card number, or other individual 
identification number issued by any agency; 

e) A passport number or other identification number issued by the United States 
government; or 

f) Individually identifiable health Information as defined in 45 C.F.R. sec. 160.103, 
except for education records covered by the Family Educational Rights and Privacy Act, 
as amended, 20 U.S.C. sec. 1232g. 

I understand that other federal and state privacy laws protect confidential data 
not otherwise detailed above and I acknowledge my duty to maintain confidentiality of 
that data as well. 

• I understand that any personal characteristics that could make the person's 
identity traceable, including membership in a group such as ethnicity or program area, 
are protected. 

In addition, I understand that any data sets or output reports that I may generate using 
confidential data are to be protected. I will not distribute to any unauthorized person any 
data sets or reports that I have access to or may generate using confidential data. I 
understand that I am responsible for any computer transactions performed as a result of 
access authorized by use of sign on/password(s). 

14 
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DocuSlgn Einvelope ID': 9C9E57BF-C73D-4916-8128-44A39827EFD5 

Attachment B 

SERVICE PROVIDER'S EMPLOYEE NONDISCLOSURE STATEMENT 

I understand that the performance of my duties as an employee or contractor of Public 
Consulting Group, LLC ("Services Provider") involve a need to access and review 
confidential information (information designated as confidential by the Jefferson 
County Board of Education}, and that I am required to maintain the confidentiality of 
this information and prevent any redisclosure prohibited under applicable federal and 
state law. By signing this statement, I agree to the following: 

• I will not permit access to confidential information to persons not authorized by 
Services Provider. 

• I will maintain the confidentiality of the data or information. 

• I will not access data of persons related or known to me for personal reasons. 

• I will report, immediately and within twenty-four (24) hours to my immediate 
supervisor, any known or reasonably believed instances of missing data, data that has 
been inappropriately shared, or data taken off site to my immediate supervisor. 

• I understand that procedures must be in place for monitoring and protecting 
confidential information. 

I understand that the Family Educational Rights and Privacy Act ("FERPA") 
protects information in students' education records that are maintained by an 
educational agency or institution or by a party acting for the agency or institution, and 
includes, but is not limited to the student's name, the name of the student's parent or 
other family members, the address of the student or student's family, a personal 
identifier, such as the student's social security number, student number, or biometric 
record, other indirect identifiers, such as the student's date of birth, place of birth, and 
mother's maiden name, and other information that, alone or in combination, is linked or 
linkable to a specific student that would allow a reasonable person in the school 
community, who does not have personal knowledge of the relevant circumstances, to 
identify the student with reasonable certainty. 

• I understand that any unauthorized disclosure of confidential information is illegal 
as provided in FERPA and in the implementing of federal regulations found in 34 CFR, 
Part 99. The penalty for unlawful disclosure is a fine of not more than $250,000 (under 
18 U.S.C. 3571) or imprisonment for not more than five years (under 18 U.S.C. 3559), 
or both. 

I understand and acknowledge that children's free and reduced price meal and 
free milk eligibility information or information from the family's application for eligibility, 

13 



DocuSlgn Envelope ID: 9C9E57BF-C73D-4916-8128-44A39627EFD5 

obtained under provisions of the Richard B. Russell National School Lunch Act (42 
U.S.C. 1751 et seq) ("NSLA") or Child Nutrition Act of 1966 (42 U.S.C. 1771 et seq.) 
("CNA") and the regulations implementing these Acts, is confidential information. 

• I understand that any unauthorized disclosure of confidential free and reduced 
price lunch information or information from an application for this benefit is illegal as 
provided in the NSLA or the CNA and the regulations implementing these Acts, 
specifically 7 C.F.R 245.6. The penalty for unlawful disclosure is a fine of not more than 
$1,000.00 (under 7 C.F.R. 245.6) or imprisonment for up to one year (under 7 C.F.R. 
245.6), or both. 

I understand that KRS 61.931 also defines "personal information" to Include an 
individual's first name or first initial and last name; personal mark; or unique biometric or 
genetic print or image, in combination with one (1) or more of the following data 
elements: 

a) An account number, credit card number, or debit card number that, in 
combination with any required security code, access code, or password, would permit 
access to an account; 

b) A Social Security number; 

c) A taxpayer identification number that incorporates a Social Security number; 

d) A driver's license number, state identification card number, or other individual 
identification number issued by any agency; 

e) A passport number or other identification number issued by the United States 
government; or 

f) Individually identifiable health information as defined in 45 C.F.R. sec. 160.103, 
except for education records covered by the Family Educational Rights and Privacy Act, 
as amended, 20 U.S.C. sec. 1232g. 

• I understand that other federal and state privacy laws protect confidential data 
not otherwise detailed above and I acknowledge my duty to maintain confidentiality of 
that data as well. 

• I understand that any personal characteristics that could make the person's 
identity traceable, including membership in a group such as ethnicity or program area, 
are protected. 

In addition, I understand that any data sets or output reports that I may generate using 
confidential data are to be protected. I will not distribute to any unauthorized person any 
data sets or reports that I have access to or may generate using confidential data. I 
understand that I am responsible for any computer transactions performed as a result of 
access authorized by use of sign on/password(s). 
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DocuSlgn Envelope ID: 4CBE066D-5FF1-4DC4-BC5B-3DF54767868E 

Attachment B 

SERVICE PROVIDER'S EMPLOYEE NONDISCLOSURE STATEMENT 

I understand that the performance of my duties as an employee or contractor of Public 
Consulting Group, LLC ("Services Provider") involve a need to access and review 
confidential information (information designated as confidential by the Jefferson 
County Board of Education), and that I am required to maintain the confidentiality of 
this information and prevent any redisclosure prohibited under applicable federal and 
state law. By signing this statement, I agree to the following: 

• I will not permit access to confidential information to persons not authorized by 
Services Provider. 

• I will maintain the confidentiality of the data or information. 

• I will not access data of persons related or known to me for personal reasons. 

• I will report, immediately and within twenty-four (24) hours to my immediate 
supervisor, any known or reasonably believed instances of missing data, data that has 
been inappropriately shared, or data taken off site to my immediate supervisor. 

• I understand that procedures must be in place for monitoring and protecting 
confidential information. 

• I understand that the Family Educational Rights and Privacy Act ("FERPA") 
protects information in students' education records that are maintained by an 
educational agency or institution or by a party acting for the agency or institution, and 
includes, but is not limited to the student's name, the name of the student's parent or 
other family members, the address of the student or student's family, a personal 
identifier, such as the student's social security number, student number, or biometric 
record, other indirect identifiers, such as the student's date of birth, place of birth, and 
mother's maiden name, and other information that, alone or in combination, is linked or 
linkable to a specific student that would allow a reasonable person in the school 
community, who does not have personal knowledge of the relevant circumstances, to 
identify the student with reasonable certainty. 

I understand that any unauthorized disclosure of confidential information is illegal 
as provided In FERPA and in the implementing of federal regulations found in 34 CFR, 
Part 99. The penalty for unlawful disclosure is a fine of not more than $250,000 (under 
18 U.S.C. 3571) or imprisonment for not more than five years (under 18 U.S.C. 3559), 
or both. 

• I understand and acknowledge that children's free and reduced price meal and 
free milk eligibility information or information from the family's application for eligibility, 

13 



DoauSlgn Envelope ID: 4CBE066O-5FF1-4DC4-BC58-3DF54757868E 

obtained under provisions of the Richard B. Russell National School Lunch Act (42 
U.S.C. 1751 et seq) ("NSLAu) or Child Nutrition Act of 1966 (42 U.S.C. 1771 et seq.) 
("CNA") and the regulations implementing these Acts, is confidential information. 

I understand that any unauthorized disclosure of confidential free and reduced 
price lunch information or information from an application for this benefit is illegal as 
provided in the NSLA or the CNA and the regulations implementing these Acts, 
specifically 7 C.F.R 245.6. The penalty for unlawful disclosure is a fine of not more than 
$1,000.00 (under 7 C.F.R. 245.6) or Imprisonment for up to one year (under 7 C.F.R. 
245.6), or both. 

• I understand that KRS 61.931 also defines "personal information" to Include an 
individual's first name or first initial and last name; personal mark; or unique biometric or 
genetic print or image, in combination with one (1) or more of the following data 
elements: 

a) An account number, credit card number, or debit card number that, in 
combination with any required security code, access code, or password, would permit 
access to an account; 

b) A Social Security number; 

c) A taxpayer identification number that Incorporates a Social Security number; 

d) A driver's license number, state identification card number, or other individual 
identification number Issued by any agency; 

e) A passport number or other identification number issued by the United States 
government; or 

f) Individually identifiable health information as defined In 45 C.F.R. sec. 160.103, 
except for education records covered by the Family Educational Rights and Privacy Act, 
as amended, 20 U.S.C. sec. 1232g. 

• I understand that other federal and state privacy laws protect confidential data 
not otherwise detailed above and I acknowledge my duty to maintain confidentiality of 
that data as well. 

I understand that any personal characteristics that could make the person's 
identity traceable, Including membership in a group such as ethnicity or program area, 
are protected. 

In addition, I understand that any data sets or output reports that I may generate using 
confidential data are to be protected. I will not distribute to any unauthorized person any 
data sets or reports that I have access to or may generate using confidential data. I 
understand that I am responsible for any computer transactions performed as a result of 
access authorized by use of sign on/password(s). 

14 
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DocuSlgn E:nvelope ID: 7E7130O5-9A76-46B1-A166-85A2E38E01DB 

Attachment B 

SERVICE PROVIDER'S EMPLOYEE NONDISCLOSURE STATEMENT 

I understand that the performance of my duties as an employee or contractor of Public 
Consulting Group, LLC ("Services Provider") involve a need to access and review 
confidential information (information designated as confidential by the Jefferson 
County Board of Education), and that I am required to maintain the confidentiality of 
this information and prevent any redisclosure prohibited under applicable federal and 
state law. By signing this statement, I agree to the following: 

• I will not permit access to confidential information to persons not authorized by 
Services Provider. 

• I will maintain the confidentiality of the data or information. 

• I will not access data of persons related or known to me for personal reasons. 

• I will report, immediately and within twenty-four (24) hours to my immediate 
supervisor, any known or reasonably believed instances of missing data, data that has 
been inappropriately shared, or data taken off site to my immediate supervisor. 

• I understand that procedures must be in place for monitoring and protecting 
confidential information. 

• I understand that the Family Educational Rights and Privacy Act ("FERPA") 
protects information in students' education records that are maintained by an 
educational agency or institution or by a party acting for the agency or institution, and 
includes, but is not limited to the student's name, the name of the student's parent or 
other family members, the address of the student or student's family, a personal 
identifier, such as the student's social security number, student number, or biometric 
record, other indirect identifiers, such as the student's date of birth, place of birth, and 
mother's maiden name, and other information that, alone or in combination, is linked or 
linkable to a specific student that would allow a reasonable person in the school 
community, who does not have personal knowledge of the relevant circumstances, to 
identify the student with reasonable certainty. 

I understand that any unauthorized disclosure of confidential information is illegal 
as provided in FERPA and in the implementing of federal regulations found in 34 CFR, 
Part 99. The penalty for unlawful disclosure is a fine of not more than $250,000 (under 
18 U.S.C. 3571) or imprisonment for not more than five years (under 18 U.S.C. 3559), 
or both. 

I understand and acknowledge that children's free and reduced price meal and 
free milk eligibility information or information from the family's application for eligibility, 

13 



DoouSlgn Envelops ID: 7E7130D5-9A76-4681-A166-85A2E3BE01DB 

obtained under provisions of the Richard 8. Russell National School Lunch Act (42 
U.S.C. 1751 et seq) ("NSLA") or Child Nutrition Act of 1966 (42 U.S.C. 1771 et seq.) 
("CNA'') and the regulations implementing these Acts, is confidential information. 

• I understand that any unauthorized disclosure of confidential free and reduced 
price lunch information or information from an application for this benefit is Illegal as 
provided In the NSLA or the CNA and the regulations implementing these Acts, 
specifically 7 C.F.R 245.6. The penalty for unlawful disclosure is a fine of not more than 
$1,000.00 (under 7 C.F.R. 245.6) or imprisonment for up to one year (under 7 C.F.R. 
245.6), or both. 

I understand that KRS 61.931 also defines "personal information" to Include an 
Individual's first name or first initial and last name; personal mark; or unique biometric or 
genetic print or image, in combination with one (1) or more of the following data 
elements: 

a) An account number, credit card number, or debit card number that, in 
combination with any required security code, access code, or password, would permit 
access to an account; 

b) A Social Security number; 

c) A taxpayer identification number that incorporates a Social Security number; 

d) A driver's license number, state identification card number, or other individual 
identification number issued by any agency; 

e) A passport number or other identification number issued by the United States 
government; or 

f) Individually Identifiable health information as defined in 45 C.F.R. sec. 160.103, 
except for education records covered by the Family Educational Rights and Privacy Act, 
as amended, 20 U.S.C. sec. 1232g. 

I understand that other federal and state privacy laws protect confidential data 
not otherwise detailed above and I acknowledge my duty to maintain confidentiality of 
that data as well. 

• I understand that any personal characteristics that could make the person's 
identity traceable, including membership in a group such as ethnicity ·or program area, 
are protected. 

In addition, I understand that any data sets or output reports that I may generate using 
confidential data are to be protected. I will not distribute to any unauthorized person any 
data sets or reports that I have access to or may generate using confidential data. I 
understand that I am responsible for any computer transactions performed as a result of 
access authorized by use of sign on/password(s). 

14 
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DocuSlgn E:nvelope ID; 8DD7A325-627F-40A3-BEA7-553177CEF60B 

Attachment B 

SERVICE PROVIDER'S EMPLOYEE NONDISCLOSURE STATEMENT 

I understand that the performance of my duties as an employee or contractor of Public 
Consulting Group, LLC ("Services Provider") involve a need to access and review 
confidential information (information designated as confidential by the Jefferson 
County Board of Education), and that I am required to maintain the confidentiality of 
this information and prevent any redisclosure prohibited under applicable federal and 
state law. By signing this statement, I agree to the following: 

I will not permit access to confidential information to persons not authorized by 
Services Provider. 

• I will maintain the confidentiality of the data or information. 

• I will not access data of persons related or known to me for personal reasons. 

• I will report, immediately and within twenty-four (24) hours to my immediate 
supervisor, any known or reasonably believed instances of missing data, data that has 
been inappropriately shared, or data taken off site to my immediate supervisor. 

• I understand that procedures must be in place for monitoring and protecting 
confidential information. 

I understand that the Family Educational Rights and Privacy Act ("FERPA") 
protects information in students' education records that are maintained by an 
educational agency or institution or by a party acting for the agency or institution, and 
includes, but is not limited to the student's name, the name of the student's parent or 
other family members, the address of the student or student's family, a personal 
identifier, such as the student's social security number, student number, or biometric 
record, other indirect identifiers, such as the student's date of birth, place of birth, and 
mother's maiden name, and other information that, alone or in combination, is linked or 
linkable to a specific student that would allow a reasonable person in the school 
community, who does not have personal knowledge of the relevant circumstances, to 
identify the student with reasonable certainty. 

• I understand that any unauthorized disclosure of confidential information is illegal 
as provided in FERPA and in the implementing of federal regulations found in 34 CFR, 
Part 99. The penalty for unlawful disclosure is a fine of not more than $250,000 (under 
18 U.S.C. 3571) or imprisonment for not more than five years (under 18 U.S.C. 3559), 
or both. 

I understand and acknowledge that children's free and reduced price meal and 
free milk eligibility information or information from the family's application for eligibility, 

13 



DocuSlgn Envelope ID: 8DD7A326-627F-40A3-BEA7-663177CEF608 

obtained under provisions of the Richard B. Russell National School Lunch Act (42 
U.S.C. 1751 et seq) ("NSLA") or Child Nutrition Act of 1966 (42 U.S.C. 1771 et seq.) 
("CNA'') and the regulations implementing these Acts, is confidential information. 

• I understand that any unauthorized disclosure of confidential free and reduced 
price lunch information or information from an application for this benefit is illegal as 
provided in the NSLA or the CNA and the regulations implementing these Acts, 
specifically 7 C.F.R 245.6. The penalty for unlawful disclosure is a fine of not more than 
$1,000.00 (under 7 C.F.R. 245.6) or imprisonment for up to one year (under 7 C.F.R. 
245.6), or both. 

• I understand that KRS 61.931 also defines "personal information" to Include an 
Individual's first name or first initial and last name; personal mark; or unique biometric or 
genetic print or image, in combination with one (1) or more of the following data 
elements: 

a) An account number, credit card number, or debit card number that, in 
combination with any required security code, access code, or password, would permit 
access to an account; 

b) A Social Security number; 

c) A taxpayer identification number that Incorporates a Social Security number; 

d) A driver's license number, state identification card number, or other individual 
Identification number Issued by any agency; 

e) A passport number or other identification number issued by the United States 
government; or 

f) Individually identifiable health information as defined in 45 C.F.R. sec. 160.103, 
except for education records covered by the Family Educational Rights and Privacy Act, 
as amended, 20 U.S.C. sec. 1232g. 

• I understand that other federal and state privacy laws protect confidential data 
not otherwise detailed above and I acknowledge my duty to maintain confidentiality of 
that data as well. 

I understand that any personal characteristics that could make the person's 
Identity traceable, including membership in a group such as ethnicity or program area, 
are protected. 

In addition, I understand that any data sets or output reports that I may generate using 
confidential data are to be protected. I will not distribute to any unauthorized person any 
data sets or reports that I have access to or may generate using confidential data. I 
understand that I am responsible for any computer transactions performed as a result of 
access authorized by use of sign on/password(s). 

14 



DocuSlgn Envelope ID: 8DD7A325-627F-40A3-8EA7-553177CEF80B 

Employee signature: Date: 
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